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Abstract

This thesis addresses problems appearing in the transition from a fixed In-
ternet to a mobile and wireless one. The focus is on scheduling of downlink
transmissions of packet data over wireless links with varying quality, due to
multipath fading.

Recent work suggests that predictions of channel quality can be achieved
for several milliseconds ahead in time, for fast moving (vehicular) users.
In this thesis we try to answer the question of how accurate, or, how long
predictions we need in order to make efficient resource allocations through
time-slot scheduling, and adaptive modulation.

An alternative approach to a deterministic scheduling of link resources, is
the usage of incremental redundancy, or so-called Hybrid type-II ARQ. This
thesis suggests an approach where predictive scheduling is combined with
incremental redundancy, to obtain a fast, and robust, predictive resource
allocation scheme.

The conclusions drawn are mainly: 1) A prediction of the signal-to-in-
terference ratio with error standard deviation of up to 3.5 dB significantly
improves the quality of the link. It makes it possible to maintain a nearly
error free transmission at a low additional cost in delay, when using a simple
time-slot scheduler with Hybrid type-II ARQ. 2) For error-sensitive appli-
cations, utilizing TCP/IP, a robust link layer protocol with ARQ should be
used to avoid expensive transport layer re-transmissions.

These conclusions are drawn from network- and link layer simulations, and
are based on expected performance at the transport layer.
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Chapter

Introduction

This thesis addresses problems appearing in the transition from a fixed In-
ternet to a mobile and wireless one. The focus is on scheduling of downlink
transmissions of packet data over wireless links with varying quality, due to
multipath fading.

Adaptivity on all levels is the most important means for achieving high
bandwidth efficiency in the wireless link, and also satisfying the required
communication quality for the served applications. The essence of this
statement is that our communication system must be able to assign the
scarce wireless resources where they are needed, and where they are ex-
pected to provide the most benefit. It is important not to waste the band-
width on things such as repetitions of already transmitted information, over-
protective channel coding, and information that the wireless terminal is un-
able to present. The statement also implies that the applications should be
able to adjust their requirements on the requested services from the com-
munication system.

Recent work by Torbjérn Ekman and others [15, 16, 56], suggests that
predictions of channel quality can be achieved for several milliseconds ahead
in time. In this thesis we try to answer the question of how accurate, or, how
long predictions we need in order to perform efficient resource allocations
through scheduling.

An alternative approach to a deterministic scheduling of link resources,
is the usage of incremental redundancy, or so-called Hybrid ARQ type-II,
studied by Sorour Falahati and others [22, 24, 25, 26]. This thesis also sug-
gests an approach where predictive scheduling is combined with incremen-
tal redundancy, obtaining a fast, and robust, predictive resource allocation
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scheme.

The conclusions drawn are mainly that 1) for error-sensitive applications,
utilizing TCP/IP, a robust link layer protocol with ARQ should be used, and
2) for less error-sensitive applications, utilizing UDP/IP, a less robust link
layer can provide acceptable services, under certain circumstances. These
conclusions are drawn from network- and link layer simulations, and are
based on expected performance at the transport layer. More precise im-
plications and suggestions for improvements will be studied next, where
simulations will also cover the experienced quality by the users in a future
personal communication system.

The thesis is organized as follows: Chapter 2 gives an introduction to
fading channels. Chapters 3 through 5 describe the different layers of the OSI
model, along with considerations for achieving quality of service (QoS) also
on networks including wireless links. In Chapter 6 the scheduling approach
suggested for future wireless links is introduced. Simulations are carried out
to evaluate the impact of scheduling on the performance over wireless links
in Internet communications. The simulations and their results are given in
Chapter 7. Finally, the thesis is concluded in Chapter 8, where forthcoming
efforts and work is also described.

1.1 Words, Acronyms, Abbreviations, and the OSI
Model

The OSI reference model for computer communications is briefly described
in Appendix B, a description that can be read by those not familiar with
the subject.

Many words and expressions circulate in the world of computer- and
telecommunications. Appendix C is intended to give some guidance in this
jungle. Acronyms are written in their full length in the Abbreviations and
Acronyms section, C.2, and the meaning is described. Some of the included
words are also explained in the Words section, C.1.



Chapter

Fading Channels

The performance of a wireless digital communication system is dictated by
many parameters. The power of the received radio signal is important, but
several other factors also matter. A signal can have a very low power, but
if the signal is present for a longer time, then the energy assembled by the
receiver can be big enough to detect the transmitted symbol. The signal can
also have wide-band characteristics, meaning that the radio signal energy is
spread over a wider frequency span than the base-band signal would require.
The noise level is also important, since it introduces a disturbance into the
detection system, a disturbance that in some cases corrupts the detector’s
decision, and in some cases makes it impossible to acquire the radio signal
at all. In a system with many radio transmitters, such as a wireless LAN or
a GSM-system, the level of radio interference is high and requires control, in
order not to cause disturbances. Moreover, in a mobile radio system, other
effects, such as Doppler frequency shift and varying multipath propagation
fading, contribute to the deterioration of the performance.

The received signal energy in relation to the noise present at the receiver
dictates the signal detection performance. The relation is called the Signal-
to-Noise Ratio (SNR). If there also is a substantial level of unknown inter-
ference from other transmitters, then the interference is regarded as noise.
The relevant ratio is then called the Signal-to-Noise-and-Interference Ratio
(SNIR). Since these energy levels are relative to the noise level, they are
usually measured in decibel (dB), and they can also be normalized with re-
spect to the rate of the transmitted data, for example the SNR per bit, or
the SNIR per symbol.

This chapter is intended to give an introduction to the concept of fading
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in radio channels, and the remedies that exist to counteract the problems
it imposes on the communication system. First, a simple analogy is given
to multipath fading, along with a real-life scenario. Then it is discussed
whether the fading could be predicted within a reasonable scope of time. In
Section 2.3 it is discussed what type of approach should be adopted in the
battle against fading; averaging or adaptation. Finally, a summary of other
efforts and processing required for efficient physical operation of a mobile
radio communication system is given.

2.1 The Nature of Fading

If we regard the received radio waves as being composed of simple sinusoids
with varying amplitudes, phases, and frequencies, and assume that all the
parameters can be estimated, then the received power can be found as a
function of the distance to the radio source [1, 15, 51]. The fading occurs
when many sinusoids interfere, adding up to a varying resulting power at
each point in space.

2.1.1 A Multipath Fading Experience

When sitting at the edge of a swimming pool, splashing your feet in the
water, you immediately observe waves propagating out, in a circle, from
the point where you sit. At first, the waves look smooth and even, almost
like sinusoids. But then the edges of the pool begin to interfere with the
waves, causing reflections of the waves. The reflections go out in an angle
symmetrical to the incoming waves, with respect to the edge. When the
incoming and outgoing waves collide, their heights are added, so that two
peaks cause a peak with double the height, and two valleys double their
depth. A peak and a valley will result in a cancellation, so that no resulting
wave will be observed at that point in the pool.

Now consider the case when you want to transmit information to some-
one at the other side of the pool, only by causing waves to propagate to
the receiver of the message. The agreed upon code is simple: Waves means
“unhappy” or “hungry”, and absence of waves means “happy” or “indiffer-
ent”. Now, the receiver’s foot, the detector, is unfortunately resting over the
point that results in a canceled wave, so no message can be received until
the receiving foot moves to a better location.
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2.1.2 A Relevant Example

The pool-side example illustrates a simplified scenario of multipath fading.
In real-life, the problem addressed is that different radio signals interfere,
also with themselves, so that the received signal power varies as the radio
receiver travels through the air. A typical scenario of multipath fading radio
transmission is shown in Figure 2.1, and a typical resulting received power
signal is shown in Figure 2.2.

===l 1] 1=
o U =
Eon gl

Figure 2.1: A vehicle with a mobile radio receiver experiences multipath
fading when receiving delayed and phase shifted rays from the base sta-
tion. Also note that the multipath signals will result in different Doppler
frequencies, since the vehicle travels towards a scatterer, and away from the
base station.
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Figure 2.2: A typical experienced received power signal of 5 MHz bandwidth
at 1800 MHz, moving at vehicle speed. The measurement contains 1430
power samples [15]. Each of the samples is calculated from an impulse
response, based on a measured sequence of 700 signal samples, sampled at
a rate of 6,4 MHz. This results in a channel power sampling frequency of
about 9,1 kHz.

2.2 Can the Fading be Predicted?

It seems reasonable that the fading pattern should be predictable, since it
basically results from sums of sinusoids of different (Doppler) frequencies,
and different amplitudes, coming in from different directions. In [15] it is
concluded that with reasonable approximations in the wave model of the
channel, theoretically, a model stays valid for a time-window in the order of
100 ms, or a few wavelengths. From this it is concluded that adaptive models
and predictors should be used for the purpose of modeling and predicting
the fading pattern of the mobile radio channel. The channel is modeled
by its sampled impulse response, where each tap is regarded as a discrete
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time-series. An acceptable prediction gain is achieved for ranges of up to
half a wavelength, which at a carrier frequency of 1880 MHz and a mobile
speed of 10 m/s (36 km/h) corresponds to 8 ms.

A mobile wireless channel can be modeled by its impulse response. Each
tap in the impulse response represents a time-lagged sample of the trans-
mitted signal. In Figure 2.3, we see that fairly accurate predictions can be
achieved by methods based upon linear filtering of individual past channel
taps [56].

10 10
10—1 .......................... “\...:::?:111::111:;.‘.‘—6'!4
1}
_2 .
10
< == Indirect AR
- - Direct FIR
4 Indirect ARMA
10 e Last sample
----- Average Lo
0 5 10 O 0.2 0.4 0.6
Range [ms] Range [wavelengths]

Figure 2.3: Figure from [56], showing the medians of the normalized pre-
diction mean square error (NMSE) for the received power at 45 locations,
predicted with different methods. The data that the plots are based upon,
comes from measurements of real-life broad-band channels. The plots show
that linear model based prediction of channel quality provides a much bet-
ter estimate than average power and last sample estimates, and that fairly
accurate predictions can be achieved for several milliseconds ahead in time.

One of the questions this thesis tries to answer, is how well we need the
predictor to work in order to obtain a superior system performance as com-
pared to a non-predictive approach.

2.3 Diversity or Adaptation?

One way to deal with the problems caused by multipath fading and inter-
ference, is to use long interleavers and channel coding [46, 51]. Interleaving
can be regarded as a diversity technique that fights the effects of fading by
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spreading out the transmitted message over time, so that temporary bad
conditions are compensated for by temporary good conditions. Interleav-
ing simply re-orders the bits that will be transmitted, so that bursty error
patterns are spread out over time, feeding the decoder with hopefully non-
bursty error patterns. The temporary high error rates are spread out over
time, so that, after the interleaver, the error rate becomes moderate over
the whole interleaving interval. The resulting error rate can then hopefully
be handled by the channel decoder, described next.

Channel coding adds controlled redundancy to the transmitted sequence
of bits, reducing the number of allowed code-words that the decoder accepts.
As a result, the decoder can, at a high probability, deduce when an error
has occurred, since it will not recognize the received word as a valid code-
word. Often, when the damage is not too great, the decoder can also make a
correction and output the code-word that is closest to the received erroneous
one. In order for this to work, the errors must not come in sudden bursts,
which is common when the channel is subject to fading. To counteract the
burstyness, interleavers are used.

If channel coding and interleaving are used as the only means to alleviate
the problems related to fading channels, a trade-off will have to be done.
Either we will have to use a very robust channel code that can cope with
high error rates, so that occasional bad signaling conditions don’t disrupt
the data transmissions!. Or, we will have to tolerate more or less frequent
errors in the decoded data by using a less robust channel code, resulting
in higher layer re-transmissions, which also results in overhead as repeated
transmissions of the same data.

Other ways of creating robustness against channel impairments, are fre-
quency hopping and direct sequence spread spectrum, which both can be
regarded as diversity techniques since they spread the information over a
wider frequency spectrum than the transmitted information requires.

An alternative to the diversity approach, that avoids the mentioned trade-
off, can be obtained utilizing knowledge of the channel state. Instead of fix-
ing a level of overhead that can cope with worst-case conditions, we can let
the error protection vary as the conditions vary. That is, the overhead is al-
ways adapted to the current conditions, avoiding both over-pessimistic chan-
nel coding when conditions are good, and resource wasting re-transmissions
due to insufficient error protection.

The fading behavior of, and the possibility to estimate a wireless channel, is

L A robust channel code implies that a large amount of redundant information has to be
constantly transmitted as coding overhead, since a worst-case scenario has to be assumed.
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governed by its bandwidth, the exploited diversity, and, the amount and type
of disturbances. Increased bandwidth and diversity results in less extreme
variations. A GSM channel will experience higher variations than a W-
CDMA channel. Also, utilization of receiver diversity, through for example
polarization diversity, will help reduce the amount of variations.

2.4 Other Necessary Processing

In combination with the diversity techniques outlined above, we may need
to use some processing to actually improve the signal strength experienced
by the receiver. This improvement can be achieved through space-time
processing of not only the received signals, but also the transmitted sig-
nals. The methods used for space-time processing include spatial diversity
through multiple transmitter and receiver antennas, temporal equalization
through combination of delayed signals, and interference rejection through
identification and subtraction of interfering signals from the desired signal
[38, 61, 65].

We must also recognize the necessity of deployment of improved hardware
in the communicating radio devices, which reduces the amount of thermal
and quantization noise, as well as other types of noise induced by the physical
limitations of existing radio devices [31].

The results described in this thesis are obtained assuming ideal conditions
concerning the temporal equalization. Channel simulations are carried out
using additive white Gaussian noise (AWGN).
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Chapter

Application Layer Considerations

Some issues at the higher layers in the communication protocol stack are
discussed in this chapter. There are many different types of user infor-
mation that can be transmitted over wireless channels in a future mobile
communication system. They range from file transfers, to interactive multi-
media communication, from short administrative control messages, such as
geographical location information, to continuous transmission of measured
data, such as critical medical or environmental probing information.

What can be distinguished from these different applications are the varying
requirements they pose on the communication system used. Some applica-
tions require short end-to-end transmission delays, while others require high
and efficient usage of raw system resources.

Within the 3rd Generation Partnership Project, a set of four different
classes for Quality of Service over wireless, have been defined [60]. They are
further described below.

3.1 Real-Time Applications

A real-time application is characterized by the required proximity in time
between the creation of a message at the source to its reception at the desti-
nation. Real-time applications can be further subdivided into conversational
and streaming applications. The delay and jitter requirements are higher on
conversational applications, since they have requirements in both directions
of the connection, so there is no reasonable way of buffering large amounts
of data in order to absorb the channel variations.

A streaming application can be relatively insensitive to delay, but not to

11
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jitter. The transmission delay can be dealt with by just waiting until the
data comes through, e.g. a video on demand transmission can always hide
the delay by just letting the user wait for the movie to start. The jitter,
however, has to be dealt with through buffering.

3.1.1 IP telephony

Conversational applications, such as telephony over IP networks, are charac-
terized by small but frequently transmitted packets. A GSM speech encoder
for example, generates a voice packet of 260 bits every 20 ms [47] resulting
in a bit rate of 13 kbps. The receivers in such applications are usually not
sensitive to occasional loss of information. First, the decoder is often ca-
pable of interpolating over a lost segment of data, and second, the listener
(human) can also tolerate some loss, since human hearing can filter out short
disturbances.

On the other hand, there is little tolerance against delay in the transmis-
sion. A delay higher than 200 ms is disturbing for a conversation, leading
to the corresponding parties’ speaking at the same time.

Internet communication lead to a high variety in transmission delays, since
the path over which packets travel can change from one packet to the next,
thus resulting in poor experienced quality.

3.1.2 Real Audio

A streaming real-time application, is the Real Audio multimedia streaming
application. This normally uses the TCP protocol for transmission from
the server, and relies on buffering at the client application to smooth out
network jitter [53].

It can also utilize proxy servers that reside closer to the client than the
original source server, in order to reduce both delay, jitter, and network
load.

3.2 Non Real-Time Applications

The most obvious example of non real-time applications is a simple email
program. It does not even require the sending host to be connected to a
network, since the program can choose to send the email at a later occasion,
when the host gets connected. Non real-time applications can be divided
into interactive and background applications. Email and file transfer are
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typical background applications. An example of an interactive application
is web-browsing.

3.3 Scalable Media

To reflect the future possible variety in user terminals and user interfaces, as
well as a large variation in the achievable bandwidth over different networks,
some media types allow the contents to be scalable, so that not all of the
generated source code is necessary for decoding of the application data. This
implies that, if the complete source information cannot be delivered to the
user, should it be for network or terminal reasons, the most relevant part
should be prioritized in order to give a good-enough service.

3.4 Actual versus Experienced Bandwidth

In general, there is a difference between the experienced and the actual
data throughput. The experienced throughput reflects the illusion of, for
example, page downloads while browsing the web. In practice, web pages
contain a high level of redundant data, data which does not necessarily travel
across the wireless link at each separate download. What this suggests is
that redundant transmissions over wireless links should be avoided. Instead,
a trade-off between the necessary computing power at the clients for cache
handling and compression on one hand, and the usage of channel resources
on the other, should be carried out.
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Chapter

Transport and Network Layer
Considerations

The thesis assumes that the network will be IP-based. This is not an obvious
choice for mobile solutions over various physical links and networks, but it
provides an attractive transparency for application and service developers.

There are two main transport protocols over IP networks, namely the User
Datagram Protocol (UDP), and the Transmission Control Protocol (TCP).
They offer quite different services for the higher layers. TCP is an end-to-end
connection oriented protocol that can associate a packet to a certain session
or stream in the transport layer, whereas UDP does not have these features,
but rather a packet-by-packet context, that relies on the application layer
to associate the content to a certain session.

These two different transport protocols are discussed in this chapter, with
focus on the issue of transmission over error-prone links, such as a wireless
mobile link.

4.1 TCP/IP

TCP is a reliable transport protocol for the Internet. TCP is designed
to ensure that the transmitted data reaches its destination without error.
It also controls the transmission rate, based on feedback signals from the
destination host [2, 49, 55, 58].

The common reflection one makes about TCP in a wireless environment,
is that TCP was designed for high-bandwidth, short delay, congestion lim-
ited networks, and is not well suited for high loss, high delay, error limited

15
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links. The meaning of this is that the flow control mechanisms in TCP react
wrongly on the (absence of) feedback signals, when used over wireless links.
The TCP sender assumes that packets are lost because the packet stream is
subject to congestion, and reacts by re-transmitting the lost segments and
reducing the transmission rate by resorting to slow start mode, as described
below.

4.1.1 TCP Flow Control

TCP maintains a number of state variables in the sending and receiving
hosts. One is the Maximum Segment Size (MSS), which is the maximum
number of bytes that can be held in one packet. This number is negotiated
between the two communicating parties and is regarded as a constant, but
it can be re-negotiated.

The two parties also adjust a window variable each. The receiver’s adver-
tised window (AW, see Figure 4.1) is a value reflecting the amount of buffer
space that the receiver has for the current connection. It may change during
the connection. At the sender side, a window called the congestion window
(cwnd), estimates how much data the sender can output on the network
before expecting an acknowledgment (ACK) from the receiver. The cwnd
grows with one segment for each received ACK, resulting in an exponential
growth of the transmission rate. The sender, however, must never output
more data on the network than the receiver’s advertised window.

The sender’s cwnd is increased in this fashion until it reaches the slow start
threshold (ssthresh), where it shifts from slow start mode to congestion
avoidance mode. In congestion avoidance a different strategy for increasing
the window size is adopted. The window is then increased by one segment
at every round-trip time (RTT), regardless of the ACKs (though some imple-
mentations approximate this by increasing the window by a function of MSS
and the current window at each reception of an ACK), resulting in a linear
growth of the transmission rate. The window keeps increasing in this fashion
until either DupACKs (described below) are received, or the re-transmission
timer times-out.

Duplicate Acknowledgments (DupACKs)

When a segment is lost and does not arrive at the receiver, but other (sub-
sequent) segments do, duplicate ACKs are returned to the sender. When
arriving at the sender they invoke a recovery mechanism to deal with the
assumed loss. First the missing segment is re-transmitted, then ssthresh
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Figure 4.1: The receive TCP buffer. Segment n has been received and
acknowledged, but segment number n + 1 is missing, so for each arriving
segment that has a higher sequence number than n + 1, an ACK with seg-
ment number n, is transmitted to the sender. This indicates that segment
n + 1 is missing, but does not explicitly say anything about other already
received segments. AW refers to the Advertised Window. When segment
n + 1 finally arrives, ACK, o will be sent, indicating that all segments up
to n + 2 have arrived, and that the next expected segment is n + 3.

is reduced, and finally, the sender’s window is reduced to ssthresh. Thus,
TCP remains in congestion avoidance mode, but the increase in window size
will now start from a new, lower, initial value ssthresh.

Re-transmission Time-Out (RTTO)

Another event that can generate a reduction in transmission rate, is the
re-transmission timer time-out, which detects an ACK not being received
within a reasonable time interval. This causes ssthresh to be reduced, but
the sender window is also reset to its minimum, since it is more likely there
is a congestion problem in the network. The sender thus reverts to slow
start mode.

4.1.2 TCP Enhancements over Wireless

When crossing a narrow band error-prone link, where bandwidth efficiency
is crucial for performance, many subsequent errors will cause re-transmission
time-outs in the TCP sender. These time-outs will result in the lost segments
being re-transmitted from the sender and each time, the TCP transmission
rate is reduced to the minimum. This is not a desirable reaction in this
narrow-band environment. We would like to avoid the repeated transmission
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of TCP segments, since they add to the bandwidth waste.

Several methods have been proposed to enhance the performance of TCP
over error-prone wireless links [3, 6, 27, 41, 58]. Some require changes of the
current implementations of TCP on either side, and some improvements can
be done without such changes. Improvements that do not require changes at
the end points, will in some way interfere with the philosophy of end-to-end
connectivity. Different approaches to TCP enhancement methods are also
compared in [21].

No changes to TCP implementations

Indirect TCP In this “split connection” approach [58], the TCP connec-
tion from the fixed network is terminated at the base station, and a
separate connection is used between the base and the mobile station -
not necessarily a TCP connection. The second connection is specially
designed for the wireless conditions. This makes the TCP sender un-
aware of the wireless conditions, and a proxy server at the base station
will play the role as the destination TCP. Another consequence is that
TCP segments are ACKed even though they might not have reached
the destination host.

Snoop Agent By letting a piece of software at the network layer, located
at the base station and named snoop agent [3], “sniff” on the con-
tents of the IP-packets, it can do some book-keeping and local caching
of the passing TCP segments. The local cache is intended for local
TCP re-transmissions. By not letting duplicate ACKs from the mo-
bile host travel back to the TCP sender, and instead take care of the
re-transmissions locally, one can avoid invoking the TCP back-off.

Both are examples of Performance Enhancing Prozies (PEP), on which work
is ongoing within IETF [6].

Changes to existing TCP implementations

TCP SACK The receiver may be missing some segments in its receive win-
dow, while others have arrived, but out of order. This means that there
are “holes” in the received data buffer, see Figure 4.1. The normal be-
havior of the receiver is to send duplicate ACKs for each out-of-order
segment, so it is up to the sender to understand that a non-ACKed
segment is lost, but it can only guess how many are missing. Different
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TCP implementations deal with this differently [27]; Reno TCP re-
transmits one missing segment per round-trip time (risking a long de-
lay), and Tahoe TCP re-transmits several consecutive segments (risk-
ing re-transmission of already received segments). A selective ACK
(SACK) [42] implementation of TCP, however, explicitly tells which
contiguous blocks of segments have been received, substantially de-
creasing the risk of re-transmitting redundant segments or increasing
the delay.

TCP Westwood In this new implementation of TCP, the idea is to keep
an estimate of the throughput bandwidth at the sender, and use this

as back-off after a loss is discovered, instead of resorting to slow-start
[41].

4.2 RTP/UDP

For real-time conversational applications, the benefits related to TCP flow
control, are not required. Nor are the delays from slow-start mechanisms
acceptable. If a segment of the data is lost during transmission, there’s
no point in notifying the source, since the information will be outdated
when it finally reaches the destination. Robustness has to be built into the
application and into the source encoder, since a reliable service from the
transport layer would be unacceptably slow.

The Real-time Transport Protocol (RTP) has been specified to meet the
necessity for a flexible application-layer protocol for real-time interactive
communication [52]. It usually relies on the User Datagram Protocol (UDP)
for the transport, so no guarantees of delivery can be given from the trans-
port layer. Its main contribution is sequence numbering, and framing of the
data directly by the application. Together with the RTP Control Protocol
(RTCP), the performance can be monitored and multiple parties introduced
in an ongoing communication session.

4.3 IntServ and Diff Serv

Two somewhat different approaches to control the service quality given by
an internetwork have been suggested, namely IntServ [7], and DiffServ [5].
They stand for Integrated Services and Differentiated Services, respectively.
The main difference between them is in the way they control the service
given. Roughly, IntServ handles the service level by means of admission
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control and reserved bandwidths for packet streams, while DiffServ handles
the service quality in a packet-by-packet manner, using tags in the packet
headers [34].

4.3.1 Integrated Services

This approach to QoS provisioning is mainly application driven, meaning
that the application negotiates with the network in order to find an appro-
priate service level. A reservation for a certain service level is set up along
the transmission path. From the application point of view, this is an attrac-
tive approach, since the application gets information of what service levels
the network can handle along the transmission path, and is therefore able
to adapt the source coding accordingly.

4.3.2 Differentiated Services

Here, the network handles the traffic forwarding, without interference from
the application. The application only labels a packet with the desired service
level, so no negotiation takes place. An advantage of this approach is its
flexibility; since no promises are given, none can be broken. Each node along
the network path can handle the packet and its requested service in the way
that suits the current link and the local network status.

4.4 TP Header Compression

For applications where many packets are transmitted along the same path,
with relatively small payload, such as voice over IP, a major burden is the
large overhead related to the packet headers. For the RTP/UDP/IP stack,
the headers comprise of at least 40 bytes for each packet. If a speech packet
payload consists of 15-20 bytes, the overhead is larger than the actual data
transmitted. Substantial increase in efficiency can be achieved if the header
can be reduced to a minimum.

At the time of writing this thesis, standardization work is under way re-
garding header compression. The work was initiated at Ericsson Erisoft, un-
der the name of ROCCO (RObust Checksum-based header COmpression),
and is now a part of IETF (Internet Engineering Task Force) standardiza-
tion, under the name of ROHC (RObust Header Compression). At its best,
ROHC can compress RTP/UDP/IP headers to an average size of slightly
more than one byte!
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The following sections are devoted to explaining how header compression
is achieved, primarily based on the work done by the ROHC group [35].

4.4.1 Redundancy in Packet Headers

The fundamental insight that makes header compression possible is that
the headers contain highly redundant information, both within themselves,
and between consecutive packets. For example, the packet header field con-
taining information about the length of the packet, is completely redundant,
since this information can be obtained from the link layer. Further, the IPv4
packet ID number field is often implemented as an incremental counter, so
if the ID for one packet is known, then the following ID numbers can be
calculated from that.

From these examples one can deduce that a thorough examination of the
different header fields and their variability can lead to a substantial reduction
of the amount of data that has to be transmitted over narrow-band (wireless)
links.

4.4.2 Header Compression Principles

The main principle used in header compression, is the maintenance of header
contexts on each side of the narrow-band link, and calculation and trans-
mission of so-called deltas, see Figure 4.2. The deltas contain, as the name
suggests, differential information, which is the change of the header from
the previous state to the current. A state is kept at both the compressor
and the decompressor, and the idea is to maintain the same states at both
sides, by transmitting as few bits as possible.

Compressor Decompressor
New | |State State | _ | New
l\r|1arrowI
= channe +
.

Figure 4.2: Basic header compressor and decompressor idea. The deltas
are calculated from the new header and the previous header state, which
is kept in both the compressor and the decompressor. The decompressed
header is found by doing the inverse operation at the decompressor.
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4.4.3 Header Context Updates and Repairs

When a new packet arrives at the compressor (transmitter), an update,
the delta, is calculated so that the de-compressor (receiver) can figure out
what the new header looks like. When an error occurs, the receiver has
to detect it. Then, there must be some mechanism so that both wireless
ends can synchronize their header contents. The repair mechanism could be
“built-in” in the compressed header, so that the de-compressor detects the
error at an early stage, and, based on the out-of-order compressed packet
header contents', makes a good guess, and updates the new header. If
the guess is correct, then the IP checksum adds up to the correct value,
and the de-compressor has recovered from the error, without the need of
re-transmissions and complete context recovery transmissions.

In a less robust setup, when the recovery is not “built-in” in the compressed
header, the error will not be detected until the de-compressor calculates the
IP checksum, based on the new compressed header and the previously stored
context. Since there is an error, and we are not able to localize the cause, the
de-compressor needs a complete context transmission from the compressor.

4.4.4 Compression Profiles

The efforts of the ROHC group has been focused on the RTP/UDP /IP stack,
since an analysis of the involved header fields is required in order to achieve
an efficient compression. ROHC does not specify a certain algorithm for
the compression, but instead provides a guideline for the considerations that
need to be made to design an efficient compression profile for a certain setup.
ROHC makes use of a set of compression profiles, which are not specified
by ROHC, but are to be designed by the application designers. The idea is
that there should be a number of profiles to choose from, depending on the
application in use, processing power of the terminal, required performance,
IP version, and other such preferences. There are however a number of
requirements on a profile. It must specify:

e Length of and coverage of the header checksum
e Needed context information for (de)compression
e Procedures for (de)compression

e How compression is initiated

Tt is possible to detect how many packets have been missed.
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e Context repair mechanisms

4.5 IP Payload Compression

There have been suggestions for an IP-layer compression of payloads, e.g.
IPComp [54]. However, there are some drawbacks of such an approach, mak-
ing it impractical for real use. First, the payload may already be compressed
at the application itself, and then certainly by a more specific and efficient
algorithm than a generic one that would be the case in IPComp. Second,
the payload may be encrypted, and encrypted data looks random, which
makes compression, that works by removing redundancy, rather inefficient.

These reflections suggest that compression applied at the source of the
data, and not in the network, would be more efficient than a generic network-
based solution.

4.6 Mobility Management - Network or Link Is-
sue?

Mobile IP defines means for mobility management in IP networks [48]. Hosts
are allowed to roam in remote networks where they are regarded as guests.
The roaming host (Mobile Node)? announces its home network address to
the remote gateway (Foreign Agent), which responds by sending the infor-
mation to the host’s home network gateway (Home Agent). Now the home
network gateway can create a tunnel to the remote network, so that the
host can be reached at the remote network. The tunnel is simply a new
IP-packet, having the remote gateway as destination, in which the original
IP-packet has been included. The original IP-packet can then be unpacked
by the remote gateway, and delivered to the roaming host.

This approach requires that all packets having a roaming host as des-
tination, have to pass by the home network gateway, before they can be
accurately addressed and sent in the right direction. This is of course a
drawback that increases the transmission delay. Variations to this tech-
nique have also been proposed, for example, the home gateway can send
the information about the roaming host’s current location to the host (Cor-
respondent Node) that is currently transmitting data to the roaming host,
letting the data take a more direct path to the destination host. Work on
this, in combination with route optimization approaches for IPv6 is under

>The names in parenthesis refer to the entities defined in [48].
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way. Drawback: When the roaming host moves to a new network, the pre-
vious care-of address will be inaccurate.

In a wireless and really mobile world this seems a bit stiff. Would this
approach be able to handle such things as hand-over between base-stations?
Should there be a border between the IP-based transport network, and the
link-specific access network, such as a GSM or UMTS network, or will IP
become truly mobile? These issues are also discussed in [43].

4.7 Summary

Several aspects concerning the transport and network layers have been out-
lined in this chapter, some of which have been taken into account in Chap-
ter 6. The primary issues addressed in that chapter are quality of service
(QoS) and spectral efficiency. In this chapter, both issues have been dis-
cussed: The QoS can be improved by letting the lower layers know about
the applications running on the hosts, but also by transport layer enhance-
ments, such as PEPs, mentioned in Section 4.1.2. Spectrum efficiency can
be improved by different compression approaches, discussed in this chapter.
But spectral efficiency can also be improved by, again, letting the lower lay-
ers know what level of service that is required by the application, so that a
resource scheduler can make a spectrum efficient decision, still meeting the
application requirements.



Chapter

Link and Physical Layer
Considerations

The thesis addresses digital communication over mobile wireless systems,
with some emphasis on mobile and wireless. A wireless communication link
can be fixed, such as a microwave communication link between two corporate
buildings, or even as an optical link between two buildings. In that scenario,
there are no tight limitations imposed by the system on the transmitted
power. Nor are the transmissions subject to any disturbances from mobility
of the communicating stations (however, optical links need compensation
for motion in sky-scrapers, due to uneven heating or wind).

Another scenario is the nomadic data communication. Here, a host can
roam into a new network and connect either through a wire, or wirelessly,
usually accessing through a local area network (LAN). Link layer difficulties
are limited, since this type of connections do not support motion of ter-
minals. This means that channels can be considered as static and no fast
fading is present, allowing for high transmission rates.

In this chapter, however, issues relating the lower layers in the protocol
stack to wireless and mobile communications, where terminals move at a
relatively high speed, will be discussed. The focus is mainly on link adap-
tation, link layer ARQ (Automatic Repeat reQuest) and prediction of the
radio channel’s quality.

25
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5.1 Modulation

Modulation is the process of translating digital information into physical
wave-forms that can be transmitted over a radio channel, or on a copper wire.
The process has to be reversible, so that a receiver can detect the signal and
estimate the transmitted information. There are many ways for modulating
a digital signal onto a radio channel. One way is through changing the
amplitude of the radio signal, Amplitude Modulation or AM. Another way
is through changing the phase of the radio signal, Phase Modulation or PM.
These are only two examples of how digital information can be represented
for transmission, and probably, all methods have not yet been invented. In
traditional digital communication systems, either PM or AM are used, or a
combination of them, namely QAM (Quadrature AM), that uses amplitude
information in two orthogonal phase directions.

The modulation alphabet complexity determines the number of bits that
can be transmitted within one modulated symbol. The more complex the
alphabet, the narrower the gap between the different symbols in the decision
space, the higher the probability for an error in the detection of the symbol.
To compensate for a more complex modulation alphabet in order to maintain
a constant error rate, either the transmission rate has to be reduced by
transmitting the same symbol for a longer time, or, the transmission power
has to be increased.

5.2 Channel Coding

In order to cope with unavoidable errors in the wireless transmission, channel
coding is used. The encoder adds redundancy to the transmitted bit stream,
so that the decoder is able to deduce when an error in the received bit stream
has occurred, and even make a correction if the error is not too extensive.
The more redundancy that is added to the bit stream, the more robust the
coding, and, the more errors can be corrected (to a certain limit). The
increased robustness is paid for by a reduction in the efficient bit rate, since
part of the allocated bandwidth has to be used for the added redundancy. A
central term in this context is the code rate, R., which is defined as the ratio
between the original bit-rate and the bit-rate after the encoder [46, 51, 66].

Channel codes are subdivided into block codes and convolutional codes.
They can also be further subdivided into systematic and non-systematic
codes. The different types differ both in performance and method of imple-
mentation.
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A block code acts on data in mutually independent blocks, as the name
suggests. From a binary block of k& data bits, a new block of n (n > k) bits
is calculated and is referred to as a code word. In the case of a systematic
code, the original k bits are preserved in the code word, and the n — k parity
bits are appended, to build the code word. In this case, the code rate, R,,
would be k/n.

In a convolutional code, there is no such independence between different
blocks of data. The data bits are convolved with one or more generator
polynomials, depending on the code rate. The original bit stream is passed
through one or more shift registers, that serve as sources for the convolution
operations that result in the coded bit stream, see Figure 5.1.
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Figure 5.1: An example of a convolutional encoder with two input bits and
four output bits, resulting in a rate R, = % = % The two different input
bits are convolved modulo-2, together with the two previous bits, with the
same generator polynomials, namely 1012 and 111,. (A “1” in the generator

polynomial means a connection to the modulo-2 adder.)
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5.3 Channel Prediction

Why try to battle the effects of fading by using averaging techniques, if it
is possible to predict the channel and thus always use it at its capacity?
Averaging techniques, such as interleaving, coding, frequency hopping, and
wide-band spreading, have been discussed in Section 2.3. Here we focus on
adaptive approaches, such as Hybrid ARQ [22] and adaptive modulation [11,
62], leading to channel predictive scheduling, which will be further described
in Chapter 6.

5.3.1 How Can We Use Channel Predictions?

The question seeks an answer to what we would do if one knew what the
future looked like. A mobile radio is allowed to know how the transmis-
sion quality will vary within a few milliseconds of the nearest future. How
should this knowledge be used? The impact of a temporary bad channel
on the bit error rate when transmitting digital information can be seen in
Figure 5.2. Here, the mobile is transmitting with a constant modulation
while the channel experiences several fading dips.
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Figure 5.2: Constant BPSK (left) and QPSK (right) modulation and result-
ing error bursts when the channel experiences fading dips, especially around
frame number 18. The two top graphs show the number of transmitted bits
in each time-frame, whereas the two lower graphs show the bit error rates
in each frame. The corresponding channel time variability is depicted in
Figure 5.3, where one frame corresponds to 48 time-slots, or 5ms.
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Figure 5.3: SNIR trend and modulation level related to the symbol error
probability. On the right hand side we see how a chosen target error rate
(107%) translates into a modulation level for a given SNIR.

A first obvious answer to the question asked above is to let the mobiles
adapt to the changing channel quality by aiming at a target bit error rate
(BER), or frame error rate (FER), through variation of the modulation
alphabet [11, 36, 45, 62, 63]. In Figure 5.3, a simple illustration of this
idea is given. The left hand diagram illustrates the Symbol-to-Noise-and-
Interference Ratio (SNIR) variation of a typical broad-band channel, while
the right hand part illustrates how the level of modulation can be selected
for a pre-specified symbol error probability. The target symbol error rate is
set to 1/10° and the allowed modulation formats can be found as a function
of the current SNIR, which varies with time. Here 64-QAM could be used
as the maximum modulation level, thus transmitting six bits per symbol
when the channel is at its best. When the channel degrades, lower powers
of two are used with BPSK being the lowest level. As an example we note
that for an SNIR > 22dB we can transmit during 150 time-slots (time-
slot 390 to time-slot 540) with a modulation level of 16-QAM at a symbol
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Figure 5.4: The bar plots show the result of applying the same channel
impairments to a mobile, using adaptive modulation with two different
target symbol error rates (10~2 on the left hand side, and 10~2 on the
right). The two top graphs show the resulting number of transmitted bits
for each time frame, which vary, since different modulation alphabets result
in different bit rates for a constant symbol rate. The two bottom graphs
show the bit error rates, which are considerably lower than the ones in
Figure 5.2, where the modulations were static. Note that the range of the
y-axes of the bit error rate graphs are smaller than those in Figure 5.2.

error probability of Py; < 1075. The results of two simulations with target
symbol error rates ' of 1073 (left), and 10~2 (right), are given in Figure 5.4.
Here we can see that the bit error rates are much lower than in Figure 5.2,
and relatively constant, whereas the transmission rates vary according to the
varying power of the received signal. The resulting throughput is defined
as the number of transmitted bits in each frame. The bit errors are not
subtracted in the definition of throughput that is commonly used, and is
used here. This is a choice based on the fact that different applications
require different link layer services, some of which can accept occasional
errors in the transmitted data, and some of which cannot.

A second step would be to introduce adaptive coding rates, so that the er-
ror protection can be fine-tuned within each modulation interval [20, 29, 30].
This also gives a more fine-grained resolution of the control variable (namely

!The symbol error rate is approximately equal to the bit error rate in these examples,
since at these low BER levels, the most dominant error pattern is one bit per symbol
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the number of information bits per transmitted symbol), if we regard the
problem as a control problem.

In a third step, assuming that all channel predictions are known in a cen-
tralized processing unit, we could use them for concurrent resource allocation
in a shared physical medium. This is what is meant by the term scheduling,
which will be dealt with in the next chapter.

5.3.2 Prediction Quality

The channel quality can be predicted, but the prediction performance decays
rapidly with the prediction horizon, see Figure 2.3 on page 7. Prediction
also becomes harder for fast moving mobiles than for slowly moving ones.
This is due to the fact that prediction performance of multipath fading, is
a function of the position of the receiver. When a mobile moves fast, its
environment changes rapidly. Fortunately, a majority of the mobile users
will not be moving at higher speeds, since they will be walking or driving
in an urban area. For higher speeds, such as when driving down a freeway,
or when traveling by train, special solutions can be accomplished, since
the mobiles will travel along known paths, and thus have a low degree of
randomness.

Another issue is to predict the interference from other users. Having no
knowledge about the whereabouts and future transmission plans of a user,
it will be very hard to estimate the interference in a packet based system.
In a centralized approach, however, there is knowledge in the system about
location, and, even transmission schedules, which could be exploited in order
to take the generated interference into account.

5.4 Power Control

Power control aims at giving all users a fair level of radio power to attain
pre-specified QoS levels, under the constraint of keeping interference at a
minimum, or throughput at a maximum.

A basic relation in wireless digital communication, is that for a given band-
width and a given ratio between signal power and noise, a certain transmis-
sion bit rate can be achieved at a certain bit error probability. Increased
power enables a higher transmission bit rate at the same error probability,
or a lower error rate at the same transmission bit rate.

If one mobile experiences a high rate of errors, it will try to compensate
by increasing its transmission power. Apart from hopefully reducing its own
error rate, the increased transmission power will also lead to an increased
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level of interference for other stations operating at the same frequency, con-
sequently increasing their error rates. A compensation for this would be
achieved if the affected stations also increase their transmission powers. It
is easily seen that this “cocktail party” effect is catastrophic for a mobile
system, leading to every-one increasing their voices in order to be heard.

Power control has to be handled centrally in order to avoid the cocktail
party effect. The base station can measure the received power from the
mobiles and thus demand an increase or decrease of their power. The mobiles
also have to report their experienced received power to the base station, so
it can adjust its transmission power.

Another issue with power control, related to the current work, is that fast
power control counteracts the effects of fading, but at the price of gener-
ating a higher amount of interference in the system. Moreover, it would
counteract our purpose of exploiting the variations for resource allocation
and multiplexing, described in Chapter 6.

5.5 Adaptive Modulation and Coding

In traditional digital communication systems, the modulation is designed
to cope with channel variations in a worst-case manner, that is, the system
contains so much overhead that it can cope with the worst-case scenarios
and still deliver an error rate below a specified limit. For wireless systems
this implies the use of a simple modulation scheme, and a complex error-
correcting code since a minimum SNIR cannot be guaranteed. When the
coding fails to compensate for temporary bad conditions, higher layers in
the protocol will ensure that the information is correctly and completely
transmitted, if required, by requesting a re-transmission of the erroneous
data. We wish to avoid all of this by adapting our demands on the channel
as it varies. By changing the modulation format as the channel SNIR varies,
through adaptive modulation, we accomplish a more stable performance
with less re-transmissions [11, 36, 45, 62, 63]. In an adaptive modulation
system, the symbol alphabet can be varied from one symbol to the next.
It is, however, not practical to change the symbol alphabet too often, since
the receiver either has to be notified of the change, or it has to be able
to estimate the symbol alphabet currently in use. The rate at which we
are allowed to change the modulation alphabet should on one hand reflect
the added complexity of varying the modulation, including receiver setup
and signaling overhead, and on the other hand, the gain in having a highly
flexible modulation.
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The modulation could be chosen so that it meets a required target error
rate, as in Figure 5.3, dictated by the application that is currently using the
link. For instance, a speech application does not require as high protection
as a data file transfer.

5.6 Link Level ARQ

It is far from obvious whether or not the link layer should be non-intelligent
and refrain from delivering the data without error. When reliable transport
protocols, such as TCP, exist on top of the link layer, it is tempting to let
them take care of transmission control issues. Traditionally, what the link
layer does at the receiver, is to check whether the received data is correct or
not, and if not, simply drop the frame. However, there is much to gain from
a reliable link layer protocol. The link layer only handles the connection
between two neighboring nodes in a network, and does not interfere with
the end-to-end transmission control, which is handled by TCP. Therefore
we could allow the link layer to have its own ARQ system, through feedback
of ACK or NAK signals. So instead of just dropping an erroneous frame, it
would send back a NAK and expect the transmitter to re-transmit the same
data [33]. Alternatively, if Hybrid ARQ (see below, and [22]) is used, an
incremental piece of data which can be combined with the already received
frame, is transmitted, yielding a lower code rate for each re-transmission.

The obvious advantage of this approach, compared to transport layer
ARQ), is the finer data granularity at this layer, and also the proximity in
the network between the communicating nodes, leading to shorter response
times. These features imply faster and more efficient re-transmissions, due
to the shorter latencies between the communicating nodes and the smaller
pieces of data that have to be re-transmitted.

The limitation on an ARQ system is imposed by the acceptable delay,
which is reflected in the maximum number of transmission attempts, before
regarding the data as outdated, or obsolete.

5.6.1 Hybrid ARQ

In a traditional ARQ system, an error is responded to with a re-transmission
of at least? the entire lost data frame. This limits the system to transmission
rates of 1, 1/2, 1/3, and so on, since each re-transmission does not provide

2Go-back-n ARQ systems usually result in more frames than the erroneous one being
re-transmitted.
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any new information, it only repeats what was previously sent. This is
avoided in a hybrid ARQ system [14, 23, 25, 26]. To start with, the data
stream is encoded using a low rate convolutional code, that, through tail-
biting or zero-tail [22], results in a block-wise® encoded stream. Then, each
block is punctured to several versions of increasingly higher rates, each ver-
sion being a subset of the one with the lower rate. By doing this, it is possible
to do re-transmissions using a new, incrementally redundant piece of data
for each re-transmission, resulting in a lower code rate for each transmission,
but with a higher coding rate resolution than a traditional ARQ system.

Assuming that we have a static channel, the Hybrid ARQ approach will
automatically adapt to the code rate that is required for that channel, only
with the cost of an increased delay due to feedback latencies.

5.6.2 Data Granularity

A trade-off that needs to be made at the link layer, is the size of data-
units that can be resolved by the ARQ system. For each piece of data at
the highest resolution, there has to be some control overhead, such as a
header and CRC (cyclic redundancy check), to allow the receiving end to
point out to the transmitter that a particular data-unit has been erroneously
received. So, the amount of overhead in the normal* case, increases with
increasing resolution. On the other hand, the amount of data that has to
travel more than once over the air interface, in the case of a link layer re-
transmission, decreases with increasing resolution, leading to a lower error-
related overhead.

5.7 Summary

There are many possible improvements that can be introduced in the lower
layers of the communication protocol stack to cope with future demands on
throughput and bandwidth efficiency. The three main issues that will have a
considerable impact on the performance have in this chapter been identified
to be

e Channel prediction (range and accuracy)

e Adaptive modulation (number of levels and rate of change)

3In order to generate a decodable block, the remaining states in the encoder have to
be brought back to the zero state (or another known state) by injecting tail-bits to the
original data stream.

“With normal is meant the case when no re-transmissions are performed.
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e Link layer adaptive ARQ (type and packet granularity)

In Figure 5.5 some link layer features and functionalities are depicted, and
also their relations. Prediction of the channel quality depends on the type of
channel that is used. Its accuracy is also very much dependent on the time
range that the predictor should work in. The modulation levels that can be
used depend on what kind of mobility and mobile services that should be
supported. For example, it is desirable for fast moving terminals to change
modulation level more often than the ones that experience a static channel.
The prediction accuracy (or prediction error variance) affects the expected
error performance of the wireless transmissions. The acceptable prediction
accuracy also influences the choice of prediction range. This, together with
the ARQ granularity, dictates the amount of overhead that will result from
an ARQ system. The prediction range and its time resolution, along with
the desired update rate of the modulation alphabet, determine the amount
of signaling overhead required by the scheduling. The minimal desired pre-
diction range is also affected by computational delays of the scheduling and
prediction schemes. Also, the ARQ granularity controls the amount of re-
sulting overhead, depending on if many errors are expected or not.

Other aspects of scheduling will be further discussed in the following chap-
ter.
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Figure 5.5: Different link layer features affect the performance of other
features, some of which can be chosen as design parameters. The highlighted
parameters decide the rate at which the modulation should be changed,
the granularity of the ARQ system, and the range at which the predictor
should work. The set of system parameters should be chosen so that the
amount of overhead is minimized, while the required link layer services can
be provided.
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Chapter

Scheduling

We will study a broad-band, down-link dominated, time-multiplexed wireless
mobile system, capable of dynamically mixing different types of traffic over
fast fading channels. The purpose is, of course, to have an interesting and
challenging topic of research, in an area too far-fetched for the industry to be
of high priority at the present time !. The purpose is also to build a vertical
knowledge in communication systems in general, that is, a knowledge across
traditional technological borders that, for example, the OSI reference model
dictates.

The preceding chapters have outlined some considerations to keep in mind
at the different layers in the OSI reference model. For the continuation
of the thesis, some of those considerations will be further dealt with, in
terms of proposed and tested solutions. The proposed solutions are based
on (adaptive) scheduling, since many aspects can be incorporated into the
same level of abstraction: Allocation of wireless resources based on their
availability, and application requirements.

Adaptivity is crucial to obtain spectral efficiency in future mobile wireless
communication systems. Real-time predictive scheduling is one adaptive
scheme that could provide improved performance. In order to achieve good
scheduling performance, we need accurate long-term channel predictions. If
such predictions cannot be made, we will fall back to non-predictive adaptive
modulation or link adaptation. To achieve useful results from a scheduler, it
is also necessary to have access to the different requirements set for different
traffic classes.

!This has, however, changed since HSDPA (High Speed Downlink Packet Access) was
introduced as an evolution for UTRAN by 3GPP [59]

37
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6.1 Motivations for the Use of Scheduling

Efficient use of the available bandwidth and fulfillment of QoS requirements
from higher layers can be accomplished by adapting the QoS demands to
the current channel quality.

In a case where no fading is present, it would still be useful to schedule
transmissions with respect to the different traffic classes that are served by
the system. This is the case in, for example, ATM switches, where different
services are given to cells belonging to different flows. The scheduling under
these circumstances deals with the problem of allocating a known (fixed)
resource to different traffic types, and to distribute the allocated resources
among different flows within each traffic type [10].

6.1.1 Motivation 1: Improving Spectrum Efficiency

The channel quality varies substantially over time, due to radio interference
and the mobility of the radio stations. Different types of fading will cause,
at least temporarily, bad channel conditions. Slow fading can be counter-
acted by controlling radio transmitter power, or performing hand-over to
another base station. The remedy against fast fading, however, is tradition-
ally different types of channel coding and interleaving. The channel coding,
which is often over-pessimistic, generates substantial overhead to the wire-
less system, which in turn wastes precious bandwidth. By using scheduling
the available spectrum can be used more efficiently.

6.1.2 Motivation 2: Channel Prediction Works

A central component in the scheduling approach is the channel predictor.
It is possible to predict the received power variations quite accurately sev-
eral milliseconds into the future, even for fast moving vehicular users, see
Section 2.2. Having these predictions, one per radio link, they can be used
together with a target error rate to assign the modulation complexity, as
described in Section 5.3.1, for planning of the transmissions to the different
mobile hosts. In this way we increase our chances of transferring the data
across the wireless link without error and at a high rate, thus increasing the
system throughput, and the spectrum efficiency.

On one hand, the longer the time-frame the scheduler works on, the more
optimized the allocation will be. On the other hand, the further into the fu-
ture we look, the harder it is to make a correct and accurate prediction of the
channel quality. So, in a real system, a trade-off between prediction horizon
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and scheduling gain, has to be made. The performance for some different
link-layer strategies, with unreliable channel predictions, are evaluated in
Chapter 7 and in [19, 23].

6.1.3 Motivation 3: Fulfilling Quality of Service Guarantees

Another issue for future data communication over wireless links, is quality
of service (QoS). Although there is no agreed-upon definition of what QoS
really is, it most certainly is better met by increased throughput, reduced
error rates, and decreased delays. The bandwidth over the wireless channel
is limited, so it has to be utilized efficiently. A way of doing so is to associate
each data flow with an economic value, and to give priority to the higher
valued flows. This value assignment is not trivial, but once it exists, it can
be incorporated into the scheduling so that the scheduler tries to maximize
the value of the transmission, and hopefully, provide the required QoS.

Alternatively, different flows can receive different services, simply based
on their traffic class, as with ATM networks [28, 44].

By matching the higher protocol layer requirements with the physical con-
straints of the radio channel, we hope to find a time-slot allocation that
efficiently utilizes the available spectrum, and maximizes the value of the
transmission.

The knowledge of current and future channel conditions is accomplished
through channel prediction, described in Section 5.3, and through centralized
calculation of future scheduled transmissions, which will be described in this
chapter.

The resources that are scheduled for different users, based upon their de-
mands and the availability of the required resources, can be partitioned by
means of time multiplexing (TDMA), or frequency multiplexing (FDMA),
or even both.

6.2 System Overview

The system we are considering is regarded as a part of the Internet, not only
a wireless extension of it. By this we mean that base-stations should have
network layer routing functionalities, being able to store and forward packets
depending on routing table entries. However, this particular network node,
the base-station, has some extra abilities not expected from an ordinary
router. Apart from forwarding packets to and from mobile terminals, the
node should offer performance enhancing proxy (PEP, see Section 4.1.2)
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services, such as involving for example, a Snoop Agent, or a split TCP
connection?. The node should also be able to distinguish between different
traffic classes, and map them to a particular service level. The service levels
that can be provisioned are influenced by the physical channel properties.
These are continuously estimated for active sessions, and are forecasted with
channel predictors. Also, at the link layer, the node should have an ARQ-
system able to perform fast re-transmissions of link layer data frames.

6.2.1 Assumptions

The main assumption made, is that the traffic is down-link dominated,
meaning that more data flows in the direction from the network to the
mobile terminal, than in the other direction. The wireless access scheme
reflects this assumption in that the down-link transmission is the one that
is dynamically scheduled, and optimized, in order to utilize the wireless
resources as efficiently as possible.

The studied system utilizes a symbol transmission rate of approximately
5 million symbols per second, to be compatible with 3G frequency planning.

In our system we have chosen to carry out the multiplexing of users on
the shared channel, in the time domain. This approach is generally called
TDMA (Time Division Multiple Access), as opposed to other multiplex-
ing methods, such as FDMA (Frequency DMA) and CDMA (Code DMA).
This assumption is only a first step towards a more general multiplexing,
depending on the partitioning of the wireless channel resources.

Time has been divided into frames and time-slots. One frame was chosen to
be approximately 5ms, reflecting an initial assumption that channel quality
could be fairly accurately predicted for 10ms ahead in time®. The frame
timing of 5ms was chosen so that the scheduler should be able to work with
batches of channel predictions, see Figure 6.1. Each time frame is then
divided into 49 time-slots. The time-slots have been chosen to be 109us
long, the rate at which the available channel estimations are updated. Each
channel estimation gives rise to a new time-slot. These time-slots are the
resource units that the scheduler works with. The channel data used for
evaluating the scheduler were recorded in Kista, a suburb outside Stockholm,
and they are more thoroughly described in [15, 56].

2The interaction between such performance enhancing proxies and the present system
are not studied in this thesis, but they are a focus of our continuing research within the
Wireless IP project [21, 57]

3With current prediction performance [15, 56], a frame length of 3ms and a prediction
range of 6ms would be more reasonable for mobile hosts moving at speeds up to 80km/h
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Figure 6.1: Channel SNIR measurements are continuously performed, and
the estimations are fed into a buffer. The contents of the buffer is used by
the channel predictor to obtain future estimations of the channel quality.
These estimations (predictions) are collected for 5ms into one time frame.
Between the completion of the prediction frame and the time marked with
an “X”, the scheduling has to be carried out. At the time marked with an
“X”, the scheduling decision has to be broadcast to the participating users,
so that they get the remaining time to prepare for the reception of the next
frame.

6.3 Inter-layer Signaling

The partition of responsibilities, described by the OSI-model (Appendix B),
is natural and modular, but it also implies some stiffness in the communi-
cation protocols. For example, an interactive speech application over an IP
network can tolerate some errors due to bad channel conditions, but the link
layer protocol, that treats the stream as data, will do its best to reconstruct
exactly the IP packet it received for transmission. There should be a way
to tell the link layer that the data it is transmitting should preferably be
transmitted quickly, rather than correctly [8]. Also, there should be a way
for the link layer to tell the higher layers that the link provides some op-
tional services, such as different levels of reliability in the transmission of
packets. These possibilities are referred to as inter-layer signaling, and the
scheduling approach results in an inter-layer signaling solution.

6.3.1 Realizing Inter-layer Signaling

From the link layer, where we have access to channel state information,
the current service level could be announced to allow the higher layers to
adapt to the constraint imposed on the transmission. Also, the applications
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currently running on the hosts should be able to require certain service levels
from the mobile network and the wireless links.
This section outlines how this could be implemented in a real system.

The Buffering Subsystem

Apart from the subsystem that makes sure that we have channel predictions
for all the ongoing sessions, we need an input buffer, the purpose of which
is two-fold: First, we need some mechanism to arrange incoming packets
from the wired network in the right order, so that this task is removed from
the mobile host. Also, the packets are transferred into separate queues for
different flows, so that a per-flow service can be offered by the link layer.
At the same time, the buffer works as a shock-absorber between the two
parts of the network, so that performance variations on either side, are
partly hidden from each other. Second, we can use the buffer to estimate
the amount of data that has to be transmitted to the different users. We
also get the opportunity to analyze the contents of the data flows, so that
different “economic values” can be assigned to the different flows. This
information extraction is a part of the inter-layer signaling pipe, and provides
the scheduler with necessary higher-layer information.

The buffer controller is assumed to submit a status report to the scheduling
subsystem, described in the following section, so that the scheduler can make
an appropriate decision on which queues to choose for the next transmission
frame.

The Scheduling Subsystem

In the scheduling subsystem, the information from the higher and lower
layers meet, and hopefully, the requirements and the service levels can be
matched.

The contents of the scheduling subsystem is the subject for the remainder
of this chapter, but first we will briefly discuss the FEC/ARQ subsystem.

The FEC/ARQ Subsystem

Even though the intention is that the scheduling subsystem shall make de-
cisions and select appropriate coding and modulation complexities, to avoid
re-transmissions, the possibility of an erroneous reception cannot be ex-
cluded. In the case of an erroneous reception, a NAK is sent back to the
base-station, telling it to take appropriate measures for the event, depending
on the application.
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Figure 6.2: Schematic view of the buffer and its queues, and how they in-
terconnect to the scheduler and the link layer. The packets arrive at the
top and are inserted into their respective queues, restoring order among
occasionally arriving out-of-order packets. The buffer regularly submits a
status report (A) to the scheduler, containing information about the prior-
ities, the size of the queues, and the required link service, some of which is
also passed to the link layer (B). The scheduling decision (C) is updated by
the link layer ARQ), and is then used to drain the queues.

In our approach, a Hybrid ARQ link layer protocol is assumed, as in-
troduced in Section 5.6.1. More specifically, it is a Hybrid type-II ARQ
system, using an outer punctured convolutional code, and an inner CRC
code. The reason for using a hybrid ARQ system is that it provides in-
cremental redundancy, that can be used as a fall-back in the case that the
channel prediction fails. An ordinary ARQ system would not provide the
combination of fine-grained adaptive coding, and ARQ.

Different services can be given to the network layer. One of the options
is the number of attempts the link layer should try to transmit the data to
obtain an error-free reception. (Completely error-free transmission, which
would require an unlimited number of re-transmissions, is not provided by
the link layer.) Table 6.1 shows three categories, named VOICE, MEDIA,
and DATA, and some parameters for the service requirements they may
have. For real-time applications such as telephony, where UDP might be
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the transport protocol, say, only three attempts should be made (Trans =
3 in Table 6.1) before giving up, and discarding the frame. For applications
where TCP is used, the only constraint is the TCP re-transmission time-out
that, when it is reached, will invoke a new segment to be sent from the
source. In this case, up to eight transmission attempts (Trans = 8) could
be made before giving up.

Table 6.1: Example of service requirement parameters for different types
of applications. “Prio” stands for the priority of the packet flow. A higher
priority value means that the flow should be given a higher priority in
the resource assignment. “BER” is the desired target error rate for the
transmission, and “Trans” is the number of link layer transmission attempts
for each link layer word.

H Class ‘ Service parameters H

VOICE Prio=6
BER=10"3
Trans=3

DATA Prio=2
BER=10"°
Trans=38

MEDIA Prio=4
BER=10"*
Trans=3

The FEC and ARQ functionalities can be combined into one entity if
Hybrid ARQ is used over the link, as discussed in Section 5.6, and in [22].

6.4 Optimization of Resource Allocation

Resource allocation deals with the problem of assigning shared resources to
different tasks. In the case of wireless communication, the tasks comprise of
the transmission of user data, and the shared resource is the radio spectrum,
a resource, the quality of which varies with time and space. The available
spectrum can be represented in many dimensions, such as time, space, fre-
quency, code, and maybe even polarization, or combinations thereof. For
spatial division we usually have the static cellular or sector approach, but
this can also be dynamically assigned resources, by, for example, fast switch-
ing between neighboring base-stations when conditions allow and capacity
profits from it.

The problem discussed and partially solved in this chapter deals with
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methods for (sub)optimally allocating time-slots to users. The allocation
is based on the users’ requirements and their predicted wireless channel
conditions. The channel conditions are translated, via the target bit error
rate (BER), to an allowed modulation format, see Figure 5.3, and Table 7.2.
This translation results in an array of size U x S, where U is the number
of active users, and S is the number of time-slots in the scheduling window.
This matrix will be called the constraint matriz, C. See Figure 6.3 where
an example with six users and ten time-slots is outlined. Each entry in the
matrix represents the number of bits per symbol

R =logaM (6.1)

for the appropriate modulation format, with M-ary constellation. The mod-
ulation is selected based on the predicted channel quality for each time-slot
and user, to give the highest transmission rate compatible with the target
bit error rate for the user.

The required throughput is calculated from the amount of data currently
in the input buffer, normalized by the time-slot size used in the radio link
layer. If a user has a throughput requirement of 12, this means that she
would be satisfied by 4 time-slots with uncoded 8-PSK modulation (R = 3).

The output from the scheduler is a vector with one entry for each time-slot
(1 x S), where each entry is the user number for the user that is selected to
transmit in a particular time-slot. This vector is hereafter referred to as the
decision vector, b. The decision vector can also be translated into a binary
matrix of the same dimensions as the constraint matrix (U x S), having
one “1” for each time-slot. The “1” is in the location of the user that was
allocated to that time-slot, and the “0”s are in the other locations. This
matrix is the allocation matriz, X. The decision vector is then given by

b=(1,2,...U) X (6.2)

So, the problem is to generate a good-enough decision vector, from the given
constraint matrix, and the requirement vector.

The resulting allocation vector, a, represents the resulting throughput over
the ten time-slots from the schedule for each user. It is given by

a = diag (CXT) (6.3)
The resulting difference vector

d=a-r (6.4)
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Figure 6.3: Example of a scheduling setup with six users and ten time-
slots. The user requirement vector at the top left contains the desired
resources for each user. The constraint matrix at the top right contains the
allowed modulation formats for each user and time-slot. At the bottom is
the decision vector indexing the user number that has been scheduled for
a particular time-slot. It can be translated into the binary allocation ma-
trix, and, through the constraint matrix (and Equation 6.3), the resulting
throughput for each user is found in the allocation vector, at the bottom
left. The schedule was calculated with the CSD algorithm, described in
Section 6.5.4, and it can be seen that the allocation is not optimal. For
example, we can see that if users 1 and 4 swap their slots 5 and 9, then
user 1 gets the required throughput, which is not the case in the current
schedule. Also, users 2 and 5 could swap their their slots 3 and 4.

represents unfulfilled requirements or unused resources. In this example,
not all users’ requirements were satisfied: User 1 and 2 would need to make
some exchange, in order to meet the requirements. Also, user number 6 was
under-supplied. This particular schedule was found by the CSD algorithm
(see Section 6.5.4), and the drawback is that it cannot find the optimal
solution in this case. In order to improve the schedule, the CSD algorithm
would need to make more than one step, to find a better solution than the
current one, and the first step has to be taken in a non-descending direction.
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The set of admissible solutions to, and constraints on the scheduling prob-
lem constitute discrete values in a finite space. All solutions could therefore
be found and classified by an exhaustive search, and the best one chosen.
However, an exhaustive search becomes very complex. These kind of prob-
lems are referred to in the literature as NP-hard problems [4], meaning
that the time it takes to find the solution is a Non-deterministic-Polynomial
function of the dimension of the problem, also implying the impossibility
of solving them in a general manner [32]. We will instead use numerical
techniques that minimize a cost function.

6.4.1 Cost Functions
User Satisfaction

The cost functions we use in our optimization should somehow reflect our
goal with the scheduling. An important goal is user satisfaction. (In this
study, such quantities as revenue mazimization are only dealt with indi-
rectly, since they would require some pricing policy, and quantization of
future goodwill, etc.) If all users are satisfied with the received service,
we could assume that they happily will pay for it. One way of quantify-
ing the instantaneous user satisfaction is by evaluating the difference vector
0 = a—r between the resulting user throughput a, and the requirement vec-
tor r, from a scheduling decision. A negative element on § would indicate
that this user did not obtain enough bandwidth to transmit all his data. A
positive value means that some of the channel bandwidth could be wasted
by letting time-slots travel without data, unless new data has arrived into
the buffers before transmission takes place. So, an optimal allocation in this
sense would result in a difference of zero.

User satisfaction is however not only a function of throughput, but also
of delay. Delay requirements can be incorporated into the cost function
by introduction of priorities. Low-delay applications are associated with a
high priority, and latency-insensitive data is given a low priority. Priorities
may also change with time, reflecting the increasing urge of transmitting a
pending real-time packet.

A cost function that includes all the considerations mentioned above, is
the weighted squared norm of the difference vector, §, expressed as

2
J=la—rlba =) Pay—ru)’ =) P (Z CusTus — ru) (6.5)
u u S

where 1z, is the (u, s) entry in the allocation matrix X for user u at time-
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slot s, 7, is the uth entry in the requirement vector r, that is, user u’s
required bandwidth according to the buffer status report (see Figure 6.2),
and ¢, is the (u,s) entry in the constraint matrix C. The weight P is
a monotonically increasing function of the priorities for the different users,
that might even be time-varying. The exponent 0 < o < 1 can be used to
manipulate the behavior of the scheduler in different traffic scenarios. An
a close to zero reduces the impact of the individual stream priorities, thus
making the total throughput more important, while an a close to one takes
into full consideration the individual priorities.

Throughput Maximization

A different way of regarding the optimization problem is from the point of
view of system throughput. In the schedule optimization context, system
throughput T is defined as the average number of bits per symbol transmit-
ted in the S time-slots?, c.f. Figure 6.3:

1 1 Uu S 1 U
T = gtr (C’XT) =3 ZZcusmus =3 Zau (6.6)
u=1

u=1 s=1

In a throughput maximization, we would like to maximize the system through-
put, with the (somewhat “soft”) constraints of also keeping as many users
as possible satisfied with their received service. Thus, the user satisfaction
comes in as a constraint instead of as a cost function. This viewpoint results
in a more difficult problem to solve, suggesting linear programming solutions,
since throughput is a linear function of the allocation matrix. The difficulty
is in the inclusion of the constraints: The constraints are “soft” in the sense
that they need not necessarily be fully met; all users do not necessarily have
to be satisfied for the solution to be feasible. However, a linear program
can only take “hard” constraints into account, leaving us with the option of
starting with a solution to an unconstrained maximization problem and in-
troduce the constraints sequentially, in a narrowing fashion. This approach
has been avoided, due to the unattractiveness of the problem formulation.

6.5 Numerical Algorithms for Scheduling

We now focus on the user satisfaction criterion (6.5), and outline different
possible algorithms for numerical optimization. It is desirable to employ

“Note that the real throughput is found by multiplying T with the number of symbols
per time-slot.
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a simple scheduling algorithm. It should however be powerful enough to
improve the over-all performance of the communication system. A number
of different methods for time-slot allocation have been implemented and
compared. These are presented next.

6.5.1 Optimal Allocation by Exhaustive Search

This is not a viable solution to the scheduling problem, since the optimal al-
location performs a search through all combinations of time-slot allocations.
This algorithm has been implemented, but due to its high computational
cost when applying it on a relevant example, it has not been used. When
having U users competing for S time-slots, the algorithm has to try U®
schedules. For the example in Figure 6.3, with 10 time-slots and 6 users,
the number of schedules is 6'° ~ 60.5 x 109.

6.5.2 Maximum Allocation

This time-slot allocation algorithm is extremely simple and fast. The deci-
sion is simply to give each time-slot to the user that has the highest pre-
dicted throughput in that time-slot. The drawback is obviously that it does
not consider the amount of data that each user has waiting in its buffered
queue. So the probability is quite high that a user might be over-supplied,
that is, that he is allocated more resources than he can actually utilize.
Consequently, some users are also probable to become under-supplied.

6.5.3 Best First (Non-predictive Scheduling)

This approach, which is also very simple, simply goes through the time-
slots in chronological order, giving them one by one to the user that has the
highest throughput in that time-slot, provided the user is under-supplied. In
case this user is satisfied, the time-slot goes to the user with the second-best
throughput, and so on.

This approach can also be regarded as a non-predictive scheduling, or
link adaptation, only taking present conditions into account when assigning
time-slots.

6.5.4 Controlled Steepest Descent

CSD utilizes the criterion (6.5) for evaluation of the instantaneous overall
user satisfaction, and employs a steepest descent search among the feasible
solutions to the scheduling problem. By re-allocating one time-slot at a
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time, and doing that for the transaction that results in the largest decrease
in (6.5), we hope to find a near-optimal schedule:

1. First a good initial guess for the schedule is needed. Such a guess has
been found to be the maximum allocation, described above.

2. Iterate for each time-slot (S time-slots)

(a) Evaluate the reduction of (6.5), when an assigned time-slot is
given to the other users (U — 1 evaluations)

3. After all the possible one-step transactions have been evaluated, the
one giving the highest increase in over-all user satisfaction (or equiva-
lently, the biggest decrease in over-all user pain) is executed.

4. Now we have a slightly better (in the sense of (6.5)) schedule.

5. Use this as the initial guess and iterate the procedure, until no decrease
in (6.5) is accomplished.

In each step, (U — 1) x S calculations of (6.5) are done. A discussion on the
feasibility of this algorithm is given in Appendix A.2. Moreover, as can be
seen from the example in Figure 6.3, where the CSD algorithm was used,
the optimal solution is not obtained. For example, we can see that if users
1 and 4 swap their slots 5 and 9, then user 1 gets the required throughput,
which is not the case in the current schedule.

Also, users 2 and 5 could swap their their slots 3 and 4, which results
in a lower scheduled system throughput, but also a lower value of the cost
function (6.5), which is the objective. The failure to in finding the optimal
solution is due to that the remaining steps to an optimal solution would
require two simultaneous transactions (in step 2 above) in order to show an
increase in user satisfaction.

6.5.5 Robin Hood

This is a simplification of the CSD (Controlled Steepest Descent) algorithm
outlined in the previous section, but without evaluation of the quadratic cost
function. The scheduler performs the scheduling in two rounds. The first
round is simply the maximum allocation, described in Section 6.5.2, where
each time-slot is allocated to the user that can transmit at the highest rate
in that time slot (unconstrained maximization). In the second round, time-
slots are redistributed from users that have been over-supplied (rich), to
users that have been under-supplied (poor), with respect to their required
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throughput. We call this equalization to user satisfaction the Robin Hood
principle: To take from the rich, and give to the poor. This algorithm is
simple and it works as follows:

1. The initial allocation is done by the Maximum Allocation algorithm,
described previously

2. Find the rich and poor users by comparing their allocations to their
amount of data in the queues

3. Loop until either no more rich or no more poor users exist:

(a) For the richest user, find its worst time-slot, in the sense of pro-
viding the lowest predicted transmission rate.

(b) Among the poor users, find the best user (in terms of the pre-
dicted transmission rate) in that time-slot, and give the time-slot
to him. In case two poor users have the same transmission rate,
choose the one with the higher priority.

(c) Update the rich and poor variables.

A crucial requirement for the algorithm to converge is that never must any
rich users become poor, or vice versa. This is realized by having a gap
between the rich and the poor domains, too big to be crossed by one re-
distribution step.

As can be seen from the algorithm, the priority for different flows is a cri-
terion that is used only when two users have the same predicted throughput
in a time-slot. When the throughput is the same for the two best users, the
one with the higher priority is chosen. In the case that they have the same
priority as well, their predicted channel quality is used for comparison. The
three features throughput, priority, and predicted SNR can also be compared
in different order, when looking for the best user to receive a time-slot (in
step 3b above), resulting in different performance (see figures 7.6 and 7.7).

6.6 Channel Prediction Quality vs. Scheduling
Performance

The quality of the predictions affect the final outcome, when the scheduled
decisions are executed by transmitting the data for the different users at
the allocated time-slots. It should be obvious that prediction is difficult,
and that the difficulty increases with an increasing prediction range. Thus
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the accuracy should be expected to decrease, as prediction range increases,
which was also seen in Figure 2.3. These results have been shown in [15].
The interesting part for the current study, is how the decreased accuracy
influences on the scheduling and transmission performance. Simulations
have been conducted in order to evaluate the different approaches to link-
layer transmissions, with and without scheduling and prediction. These
simulations and the results thereof are described in the following chapter.



Chapter

Simulations

In this chapter, simulation results will be presented along with the under-
lying assumptions, in terms of idealized conditions and simplifying abstrac-
tions. The goal is to evaluate the performance that is obtained through the
use of channel predictions and scheduling of the available resources.

Section 7.1 only considers the scheduler’s ability to meet the users’ re-
quirements with the provided channel resources. In Section 7.2 we take
the simulations one step further, by evaluating how the scheduling decision
affects the resulting throughput and user satisfaction at the link layer, as-
suming perfect predictions. Finally in Section 7.3, we introduce errors in
the predictions, and evaluate the the performance as a function of a varying
channel prediction accuracy.

7.1 Scheduling Algorithm Performance Compari-
son

In this section, the performances of three different scheduling algorithms are
presented. Three measures are compared, namely, the throughput as defined
by (6.6), the user satisfaction, as measured by (7.4), and the iterations
required for convergence. These simulations consider only the performance
of the scheduler itself. Some of the results have been published in [19].

7.1.1 Simulation Setup

The size of the scheduling problem in these simulations is U = 9 users,
competing for S = 48 time-slots. The traffic amount is adjusted to be a

53
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little more than can be accommodated in the system, to make the scheduling
problem interesting. The number of possible solutions to this problem is
948 ~ 6.4 - 10*®, which clearly excludes the possibility for an exhaustive
search, especially since the experiment is repeated for 1000 time-frames to
obtain relevant statistics.

The constraint matrix C' is generated from a discrete (integer) uniform dis-
tribution between 0 and the maximum allowed modulation format (bits/sym-
bol). The requirement vector that reflects the amount of data in the buffers
for the different users, r, is generated from a normal distribution, according

to

ry = LMJ w=1,.U (7.1)

where z, is drawn from a zero-mean, unit variance, normal distribution. S
is the number of time-slots in each schedule, U is the number of participat-
ing users, and R,,,; is the maximum allowed modulation level in bits per
symbol. The delimiters |-| denote a rounding operation downwards to the
nearest integer (a negative value is replaced by 0). For each new simulated
schedule, a new requirement vector is created, without taking the require-
ments remaining from previous schedules into the calculation. By doing this,
we only investigate the instantaneous performance, and not the long-term
behavior of the queue lengths due to the scheduling strategy.

The average throughput (assuming that no clever resource allocation tak-
ing place) that would be allowed by the simulated system (represented by
the constraint matrix C) is

1Rmam 1 4
S x - =48 X — =96 7.2

and the offered traffic has an average of

S (Rmaac + Zu)

UXLTJ:g)wa

| =189 (7.3)

so the system is slightly overloaded.

The user satisfaction has in Section 6.4.1 been defined as the difference
between the allocated and the required resources for one user u within one
scheduling frame, that is, the components of the difference vector §:

S
Op = Qy — Ty = Z CusTus — Tu (7.4)
s=1
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A negative value on the user satisfaction means that the user was not given
enough resources to meet its requirements.

User satisfaction is also measured in terms of unfairness of the scheduler
output. The unfairness, A, is defined as the difference in user satisfaction,
between the best and the worst satisfied users within one scheduling frame:

A = max{0,}Y_; — min{6,}_, (7.5)

Unfairness as defined by (7.5) has little in common with traditional fairness
measures, that reflect the proportions of the bandwidth allocated to different
flows, regardless of variations in the resource availability [39].

7.1.2 Simulation Results

The results are presented in Figures 7.1 through 7.4 by means of histograms,
displaying the distribution of the simulated scheduling outputs. In Fig-
ure 7.1 we see the throughput resulting from (top to bottom) Best First,
Robin Hood, and CSD, and in Figure 7.2 the resulting unfairness. The
user satisfaction is displayed in Figure 7.3, and in Figure 7.4 the number of
iterations for each method is presented.

In Figure 7.1 we can see that the resulting throughput from the three
scheduling methods Best First, Robin Hood, and CSD, respectively. As
previously stated, throughput in the scheduling context is defined in (6.6),
which is a measure of how how well the resources are utilized by the system.
Note that the maximum system throughput is 4 bits per symbol in this case.
On average, we manage to use 3,5-3,7 of these bits over each time-slot. In
these plots, the numbers on the x-axis represent the average rate at which
the scheduled transmission would have been performed, in bits per symbol.

We can see that Best First results in a somewhat higher average through-
put than Robin Hood, and that the throughput from Robin Hood is slightly
higher than for CSD. It is tempting to state that the much simpler algorithm
Best First, also is better, but a glance at Figure 7.2 tells us otherwise.

In Figure 7.2 the resulting unfairness, as defined in (7.5), is depicted for
the same schedules as in Figure 7.1. The unfairness reflects the difference
in user satisfaction within one schedule, that is, the difference between the
most satisfied and the least satisfied users. Here we can see that Best First
is extremely unfair, whereas Robin Hood is less unfair, and CSD is the least
unfair of the three algorithms. This suggests that there has to be a trade-off
between unfairness and throughput. A method that achieves a lower average
unfairness, such as CSD, has to pay with a lower resulting throughput.



56 7.1. SCHEDULING ALGORITHM PERFORMANCE COMPARISON

0 1 I L L
29 3 31 3.2 33 34 35 3.6 3.7 3.8 3.9 4

Throughput from Best First, Avg: 3.6796

»n 250 T T T T T T
2
8200+ i
9]
=
S 150 B
2 1001 i
(3
Qo
£ 50 4
S
Z 9 | .

29 3 31 3.2 3.3 34 3.5 3.6 3.7 3.8 3.9 4

Throughput from Robin Hood, Avg: 3.604

29 3 31 3.2 3.3 34 3.5 3.6 3.7 3.8 3.9 4
Throughput from Controlled Steepest Descent, Avg: 3.5514

Figure 7.1: Resulting system throughput for different optimization ap-
proaches. The top histogram shows the result from the Best First algo-
rithm (unpredictive scheduling), the middle histogram shows the values for
the Robin Hood algorithm, and finally, the bottom histogram shows the
results for the CSD algorithm. The y-axis gives the number of schedules
resulting in the throughput on the x-axis. The system throughput on the
x-axis is represented by the average scheduled transmission rate in bits per
symbol in each schedule. The more schedules on a higher x-value, the bet-
ter throughput. We see a slightly decreasing throughput for increasingly
complex scheduling algorithms.

From Figure 7.3, depicting the user satisfaction from the same schedules as
above, it is also evident that the different search methods result in different
solutions. In the Best First algorithm we see that we have a high weight
of satisfied, and even over-supplied, users (the big bump in 0 < §, < 4),
but also that we have a long tail in §,, < 0, consisting of very unsatisfied
users. For the Robin Hood method, a tail also exists on the positive side
(very over-provisioned users), whereas with the CSD algorithm, tails are
completely removed. Removing the tails comes at the cost of accepting a
slightly lower average user satisfaction. The fact that the user satisfaction
on average is negative for all cases is expected, since the simulated system
is slightly overloaded.

The number of iterations is summarized in the diagrams of Figure 7.4.
These results exclude the initial guess, which is achieved through the Max-
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Figure 7.2: Unfairness, as defined by (7.5), among users for the different
scheduling algorithms. The top histogram shows the result from the Best
First algorithm, the middle histogram shows the values for the Robin Hood
algorithm, and finally, the bottom histogram shows the results for the CSD
algorithm. The y-axis shows the number of schedules resulting in the un-
fairness on the x-axis. The more schedules on a lower x-value, the better.
We see that an increasingly complex scheduling algorithm results in a de-
creasingly unfair, thus better, schedule. We also see the difference in shape
of the unfairness distributions, reflecting the difference in ability to reach
a global minimum in the schedule optimization. The CSD algorithm (bot-
tom diagram) results in a narrow distribution since it is capable of finding a
near-global minimum in most cases, whereas Best First (top diagram) more
seldom does that.

imum Allocation, described in Section 6.5.2, and is the same for all the
described scheduling algorithms.

Note that the computational complexity per iteration is much higher for
the CSD algorithm than for the other two algorithms. For each step in
the Controlled Steepest Descent algorithm, 8 x 48 sums of 48 squares are
calculated, whereas in the other two algorithms, merely a maximum value in
a 9-element vector is found for each iteration. So, in comparison, this version
of the CSD is extremely complex!, but it is also extremely fair. Still, the
computational complexity of CSD is quite reasonable. See Appendix A.2

11t is quite straightforward to reduce the complexity so that only four squares are
performed instead of 48, but at the cost of higher storage requirement.
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Figure 7.3: User satisfaction in terms of the difference between the allocated
and the required resources. The resource is represented on the x-axis as the
number of time slots with BPSK modulation (6,). A negative value on 0,
means that the user was under-supplied by a schedule. There were 1000
schedules with 9 users in each, so the total histogram weight is 9000. The
long tails in the top two graphs reflect the inability of finding an efficient
allocation for all users within one schedule.

for a brief feasibility study of the CSD method.

In Figure 7.4, a positive feature of the Robin Hood algorithm becomes ap-
parent, and that is the limited and small number of iterations for convergence
to a solution. Since we have S = 48 time-slots, at most 48 re-distributions
will take place before the algorithm returns its decision. This is thanks to
the concept of rich and poor users, and to the constraint that no rich user
is allowed to become poor, and vice versa, as described in Section 6.5.5.

An interesting observation (Figure 7.5) from simulations of the CSD algo-
rithm, is that the initial guess is very important to prevent the algorithm
from converging to a local minimum. The diagrams to the left show the
amount of unfairness in the resulting schedules, and the diagrams at the
right show the number of iterations taken by the CSD algorithm for conver-
gence. The preceding Maximum Allocation works well with the CSD algo-
rithm (two top histograms), but if we instead run the schedule through the
Robin Hood algorithm before the CSD algorithm (two bottom histograms),
then the initial schedule comes near a local minimum (left histogram), to



CHAPTER 7. SIMULATIONS 59

o 60
2
3
°
5 40
@
G
@ 20
o
£
E]
“ o0
-10 0 10 20 30 40 50 60 70 80
Iterations in Best First, Avg: 28.002
«» 150 T T T T
2
S
®
£ 100 1
@
k]
@ 501 b
Qo
£
S
Z 9 | | | | |
-10 0 10 20 30 40 50 60 70 80
Iterations in Robin Hood, Avg: 14.586
« 150 T T T T
@
S
g
5 100 4
v
5
T 50r T
Qo
£
=
z \ \ \ .
-10 0 10 20 30 40 50 60 70 80

Steps in Controlled Steepest Descent, Avg: 20.992

Figure 7.4: Required number of iterations for the different scheduling algo-
rithms to converge. The two top diagrams have equivalent computational
complexities, which is merely a selection of the largest element in an array
of size U = 9 users. The CSD algorithm, in the last diagram, however, has
a higher complexity in each iteration (see Appendix A.2 for a brief discus-
sion of the required calculation effort). The histograms show the number of
schedules as a function of the number of iterations. The more schedules on
a lower iteration value, the better. Note that the Robin Hood algorithm has
the ability of converging in at most 48 iterations, which is the number of
time-slots (S) in a scheduling frame, so no schedules have a higher number
of iterations than 48 for the Robin Hood algorithm.

which the CSD algorithm converges in very few steps (right histogram).
This is seen in that the resulting unfairness distribution is similar to the
one from the Robin Hood algorithm (in Figure 7.2), and in that the number
of steps taken by the CSD algorithm (right histogram) is very small. The
behavior is similar when we precede the CSD algorithm with the Best First
algorithm (two center histograms), but the high peak at the left of the left-
hand histogram indicates that, in many cases, the CSD algorithm manages
to converge almost to the global minimum. The remaining bump centered
at about A = 15 in the left-hand histogram, indicates that many schedules
also remain at their Best First solution.
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Figure 7.5: Comparison of unfairness (left) and number of steps for con-
vergence (right), when the Controlled Steepest Descent (CSD) algorithm is
preceded by other scheduling algorithms. It is evident that the Maximum
Allocation (top) is a good candidate for an initial solution for the CSD
algorithm, whereas Best First (middle) and Robin Hood (bottom) do not
provide a good start for the CSD algorithm to find a global minimum. They
apparently converge to a local minimum, that the CSD algorithm cannot
escape from.

7.1.3 Conclusions

The Controlled Steepest Descent (CSD) algorithm shows attractive perfor-
mance in terms of unfairness. Its complexity is not unreasonable even in a
naive implementation, see Appendix A.2, and it is simple to further reduce
its computational complexity by a factor 10 in the present example.

The Robin Hood algorithm, is fast and not as embarrassingly unfair as
the Best First algorithm. The Best First algorithm does not even use the
knowledge from the long-term predictions, and would perform equally (bad)
with instantaneous channel estimates.

For the continuation of the thesis, the Robin Hood algorithm will be used
in the simulations. The reason for this choice is that the Robin Hood algo-
rithm shows

e Low complexity

e Reasonable fairness
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e Fast convergence

7.2 Transmission Performance

In this section, the simulations are taken one step further, carrying out short
runs of link layer transmissions using the Robin Hood scheduling approach.
Robin Hood was chosen for its attractive features that motivate a thorough
investigation. These results are based upon previous work, partly described
in [17, 18, 19, 23].

7.2.1 Simulation Setup

The simulated system consists of many different objects that interact, to
create a realistic setup for simulated evaluation. First, traffic sources gener-
ate packet based traffic according to different models. The generated traffic
is then received at a simulated gateway node with packet classification and
per-flow buffering abilities. The status of each user’s buffer is reported to
a resource scheduler, including information of destination, traffic class, and
queue length (requirement vector). The channel state for each user for the
next 5ms frame is reported to the scheduler. Based on the channel state
and the traffic class, the possible transmission rates are calculated for each
user and time-slot, resulting in the previously described constraint matrix C
(see Section 6.4). For the simulations in this section, however, the maximum
allowed transmission rate is 6 bits per symbol (64-QAM). The scheduling
is carried out with the Robin Hood algorithm, and the schedule is reported
to the link layer. The link layer adjusts the schedule to fit possible re-
transmissions into the allocated resources, and then drains the queues to fill
the remaining allocated resources. The data is channel encoded, then trans-
mitted over a simulated Additive White Gaussian Noise (AWGN) channel,
and finally, the data is decoded and possible re-transmissions are requested
with the NAK feedback?.

In this idealized scenario, we assume that the channel conditions are pre-
dicted without error for 10 milliseconds ahead in time. Moreover, perfect
synchronization and transmission at a constant maximum amplitude, re-
gardless of the symbol alphabet, is assumed. The experiment is applicable
to both TDD and FDD systems, provided that accurate predictions of the
channel conditions exist.

*No Forward Error Correcting codes (FEC), nor Automatic Repeat reQuest (ARQ),
are implemented in the simulations described in Section 7.2.2.
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Traffic Sources

In the simulations we use three traffic types: Voice, Data, and Media, see
Table 7.1. The incoming traffic was generated using a Poisson distribution
for the packet inter-arrival time [32, 64], and a Pareto distributed packet
size [13], except for the “VOICE” traffic class, which was chosen to have
a fixed packet size to comply with current wireless standards. The Poisson
cumulative distribution function is given by (7.6), and the Pareto cumulative
distribution by (7.7).

Fit)=1—-e* (7.6)
Flt)=1- <§>a >k (7.7)

The parameters are A, which is the inverse of the mean inter-arrival time, k
which is the minimum packet size in the Pareto distribution, while a, is a
shape parameter[12, 13]. For a < 1 the Pareto distribution has an infinite
mean, and for o < 2 it has an infinite variance. The different traffic classes
and the parameter choices used in the simulations are presented in Table 7.1

Service parameters Source parameters
Class || P(err) Prio Inter-arrival Packet size
VOICE || 1073 6 A = 1/0.001 Fixed, 256
MEDIA | 10°% 4 A=1/0.005 | kK =1280,a = 1.03
DATA 107° 2 A=1/0.01 |k =28000,a =1.03

Table 7.1: The different traffic classes used in the simulations and how their
parameter values are chosen. A high value on k means large packets. Larger
A generates packets more often. A higher value on the priority means higher
priority. The fixed packet size of 256 for the VOICE class, means that a
VOICE packet has the size of 256 bits. Moreover, k = 1280 means that the
minimum packet size in the Pareto distribution is 1280 bits.

Traffic Classes

The traffic classes presented in Table 7.1, have traffic source parameters
with related service parameters. The target error rates, P(err), can be ap-
proximately found from, for example, Figure 5.3, where the bit error prob-
abilities have been approximated with the symbol error probabilities. See
Appendix A.3 for details on how to find the modulation decision thresholds
for different target symbol error rates and modulation alphabets, in the case
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that no channel coding is used. In a “real” implementation of a scheduler
of this type, the thresholds should be selected based on simulations, or by
performance measurements on real traffic.

Buffers and Queues

Each generated packet is received by the buffer, then scanned for source and
destination, and then inserted in the right queue (see Figure 6.2). Each ini-
tiated queue is associated with a priority and a source-destination pair. The
buffer state is updated by increasing the queue lengths with the sizes of the
newly arrived packets. Similarly, when the link layer drains the queues, the
buffer state is updated by decreasing the respective queue lengths. Network-
layer packet boundaries do not affect the amount of data drained from the
queues in each link-layer word.

Channel State Predictions

To simulate channel state predictions, the channel measurements described
in Section 6.2.1 where used by selecting 48 channel samples for each schedul-
ing frame, one sample for each time-slot. The predictions were assumed to
be perfect, so the same values are used for the actual channel simulations,
described next. In the simulations described in Section 7.3, however, the
predictions are not assumed to be perfect.

AWGN Channel Simulations

The data bit stream is modulated and transmitted with a constant maxi-
mum amplitude over the noisy channel. White Gaussian noise with varying
variance is added to simulate changing channel conditions. Thus, we use a
one-tap fading channel, where the fading is simulated by varying the noise
variance. The SNR values used for the channel simulations are taken from
the same channel measurements (Section 6.2.1) as for the channel state
prediction simulations, described above. At the receiver, the signal is de-
modulated and the obtained bit stream is compared to the original one. The
number of errors is counted, as well as the number of transmitted bits.

7.2.2 Transmission Simulation Results

In Figures 7.6 and 7.7 the outcome of two simulations are presented. In
Figure 7.6, the top graphs show the bit throughput represented by a vertical
bar for each frame, and a different color/nuance of gray for each of the
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25 users. The bottom diagrams show the resulting bit error rate (BER).
Each frame consists of 48 time slots. Each time slot corresponds to one
output sample from the channel predictor. The scheduler is optimizing the
transmission within each frame.
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Figure 7.6: Scheduling and transmission result after running the Robin
Hood scheduler on two equal sets of 25 users and their respective channels,
but with different settings on the order of comparison of the parameters in
the scheduling process. To the left, modulation format was compared before
user priority. To the right, user priority was compared before modulation
format. This is reflected in the resulting lower throughput at the right.

The scheduling algorithm was modified between the two simulations, by
interchanging the parameters used for classification of the different users and
channels. To the left, modulation format is compared before user priority,
and, to the right, vice versa. As indicated by Figure 7.6, the parameters
used in the scheduling process have a large impact on the performance of
the scheduler. Note that the total channel capacity is utilized if the whole
square in the top figures are filled.

The delay performance of the scheduler decisions is depicted in Figure 7.7.
The delay is measured from the arrival of the packet, at the incoming buffer,
to the end of the time-frame in which the packet was completely transmitted.
The absolute values of the delays should not be given too much importance,
since they depend on the packet size, the packet inter-arrival time, the time-
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Figure 7.7: The delay profile for the 25 different users included in the
simulation depicted in Figure 7.6, averaged over ten simulations. To the
left, the average delay is lower, since the modulation format is compared
before the user priority. To the right, we see a more differentiated delay
profile, since higher priority users always get access to the channel before
lower priority users. The users belong to the classes MEDIA, VOICE,
VOICE, ..., MEDIA, VOICE, VOICE, MEDIA from left to right.

frame size, and the desired error probability. One should instead compare
the two diagrams in Figure 7.7, and conclude that the scheduler performance
can be adapted to the traffic conditions.

7.3 Varying Prediction Accuracy Simulations

In this section we carry out a large number of simulations, basically with the
same setup as in the previous section, but now we remove the assumption
of perfect channel predictions

The channel state information given to the scheduler is altered by addition
of a normally distributed term, to the true state, to simulate inaccurate pre-
dictions that deviate from the values used for the actual channel simulation.
Another difference from the previous simulations, is that the traffic sources
are “boosted”, so that they generate so much traffic that the probability of a
queue being empty, is negligible. In practice, this is achieved by setting the
packet sources in Table 7.1 so that they generate 8kbit packets at a higher
rate (A = 1/0.001). Different levels of link layer data protection, such as
Hybrid type-II ARQ, are also introduced. Moreover, the modulation alpha-
bets used are presented in Table 7.2 for the case of adaptive modulation
without ARQ. For the simulations including Hybrid type-II ARQ the corre-
sponding limits are more extensive, since they not only involve the different
modulations used, but also the different code rates for each re-transmission.
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The reader is referred to [19] for a description of the thresholds in this case.
The purpose of these simulations is to find how well we need to predict the
channel quality in order to make the scheduling approach work. Also, the
question can be reversed: We want to find how long predictions we can use
in order to have an efficient transmission at the link layer, given a certain
prediction accuracy.

The simulations are carried out for 29 scheduling frames, with 48 time-
slots in each frame. There are five users in each of the three traffic classes,
so the scheduling problem is solved in each frame by allocating 48 time-slots
among these 15 users with different requirements.

7.3.1 Robin Hood with Adaptive Modulation

In the first set of simulations, the predictions are only used for the selection
of an appropriate modulation alphabet, to fulfill a pre-specified target bit
error rate according to Table 7.2. The only redundancy that is added is a
checksum (CRC), to determine whether the received link layer word® was
correct or not. There is no mechanism to handle re-transmissions at the link
layer, so an error in a received word could be handled in two ways: Either
the word is dropped, probably leading to re-transmissions commanded by
higher layer protocols. Or, the word could be kept, then merged with other
link layer words into a network layer packet, and then passed to the higher
layers at the receiver. If the higher layers accept some errors in the payload
data, then there is a probability that the packet is useful in spite of some
errors [8].

The thresholds used for different modulations have been found from BER
link simulations, as outlined in [19]. For these simulations, only four different
modulations were used, namely BPSK, QPSK, 8PSK, and 16QAM. The
thresholds for the uncoded case are given in Table 7.2, and the target error
rates are presented in Table 7.1.

The performance is evaluated for different accuracies in the prediction of
channel quality, and the results for the uncoded case are shown in Figure 7.8.
For a TCP segment of size 1000 bits, approximately 5 link layer words have
to be correctly received in order to provide a correct TCP segment. A word
error rate of about 1072 = 1/100 would result in 1/20 of the TCP segments
to be in error. If ordinary TCP without selective acknowledgments (see
Section 4.1.2) is used, then the performance would become unacceptable
due to the high number of transport layer re-transmissions [27, 37]. For the

3A link layer word consists of 216 bits, including 12 CRC bits.
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| BER || BPSK | QPSK | 8PSK | 16QAM |
107t || -0.86 | 1.94 | 5.64 7.91
1072 | 4.32 7.33 12.1 13.9
1073 || 6.79 9.80 | 14.8 16.6
1074 | 8.40 11.4 16.5 18.2
107° || 9.59 12.6 17.7 19.5

Table 7.2: The thresholds in channel SNR , measured in dB, for different
modulation formats to achieve the target bit error rates (BER) at the left.

uncoded case, we then conclude that a prediction error standard deviation
of around 2dB and more (bottom left in Figure 7.8) would result in an
unacceptable performance at the transport layer for the DATA traffic class.
On the other hand, if the transport protocol is UDP with a limited header
checksum, then the error rate may be acceptable for some applications, such
as the VOICE traffic class. It is also probable that a simple block code with
error correcting capabilities can help improve error performance, and this is
a topic for further research.

7.3.2 Robin Hood with Hybrid type-II ARQ and Adaptive
Modulation

This second set of link layer simulations include an advanced ARQ mecha-
nism, described in Section 5.6.1, that enables discovery and re-transmission
of erroneous link layer words.

These simulations show that we can obtain a high throughput and still
maintain an error free transmission of data, when backing up the (inaccu-
rate) scheduler with the ARQ mechanism, see Figure 7.9. A prediction error
standard deviation of up to 3,5dB can still be used for scheduling purposes,
when there is an auxiliary re-transmission mechanism, such as the Hybrid
type-II ARQ, for DATA* and MEDIA, but at the cost of reduced through-
put and increased re-transmission delays. For a prediction error standard
deviation of up to 2dB, the throughput and delay performances are not sig-
nificantly affected by the increased prediction error standard deviation, as

4The DATA traffic class shows some unexpected behavior that we have not been able
to explain. For a prediction error standard deviation above 3,5dB, the word error rate
decreases and the throughput increases. One reason could be insufficient statistics in
the simulations, due to the limited amount of available channel measurements. Another
reason could be that the scheduler allocates the resources to the other two traffic classes,
decreasing the statistics even more for the DATA traffic class.
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Figure 7.8: Throughput (top) and resulting word error rates (bottom) when
transmitting at a rate decided from prediction of channel quality. The pre-
diction error standard deviation is varied along the x-axis of the plots, with
no error to the left (0dB), and a standard deviation of 5 dB around the ac-
tual value, to the right. The detectable error rate is the same as the residual
error rate, since there are no re-transmissions, and the detected erroneous
words are simply dropped. Undetected errors (bottom, left) result in an
erroneous word being assembled with other words, to recreate a network
layer packet, which will be in error.

compared to a perfect prediction.

The residual error rates in the VOICE traffic class may not be of high
importance, since the transport protocol for such a service would be UDP,
and the UDP checksum can be chosen not to cover the payload. It is,
however, interesting to note that the VOICE throughput does not decrease
much from the non-coded case (Figure 7.8) to the Hybrid type-II ARQ case
in Figure 7.9, for a prediction error standard deviation up to 3,5dB. The
residual error rate is, however, considerably reduced.
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RobinHood, Predictive HARQII/AMS
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Figure 7.9: Throughput (top), ARQ effort (middle), and word error rates
(bottom) when transmitting at a rate decided from prediction of channel
quality, and having a Hybrid type-II ARQ improving the performance of
the link layer. The prediction error standard deviation is allowed to vary
along the x-axis of the plots. The ARQ effort is defined as the number
of transmissions done by the link layer for the same piece of source data.
The detectable word error rate can be compensated for by means of re-
transmissions, which is reflected in the increased ARQ effort for higher
prediction error standard deviation.
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Chapter

Conclusions and Future Work

The thesis has treated wireless and mobile connectivity to the Internet.
Problems arising in such a scenario, such as the varying quality of the radio
signal, and allocation of the shared resources to different packet flows, have
been discussed. A suggested solution, that applies to both problems, has
been outlined and evaluated through simulations.

The suggested solution is based on channel quality predictions, that are
used in combination with service requirements from different packet flows,
to schedule transmissions in a spectrally efficient, and user satisfying way.

Preliminary studies of different algorithms to provide such schedules, have
been made. It was found that the Robin Hood algorithm (see Section 6.5.5
on page 50) gives a very computationally attractive algorithm for time-slot
scheduling. It was also found that the CSD (Controlled Steepest Descent)
algorithm approximately minimizes the unfairness criteria (Equation 6.5).
The CSD algorithm is, however, slightly too computationally demanding to
implement in its current version.

Other network related topics have also been studied in the literature, and
a summary of ongoing projects and efforts solving the wireless and mobility
issues, are presented in Chapters 3 through 5.

8.1 Conclusions

A resource scheduler for the link layer transmissions is desired for spectral
efficiency reasons. It was concluded in Section 7.3.2 from Figure 7.9, that a
predictor with an error standard deviation below 2dB can achieve a residual
link layer error rate, resulting in an acceptable segment error rate at the
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TCP layer [37]. However, when only adaptive modulation is used together
with the predictive scheduler, as in Figure 7.8, a too high segment error rate
is obtained, even for link layer word error rates below 1072, that for the
DATA traffic class occurs at a prediction error variance of about 2dB. It is
apparent that the introduction of Hybrid type-IT ARQ significantly improves
the link layer performance.

For a 1dB prediction error variance, with current realizations of the chan-
nel predictor, a prediction range of 0,4\ (half a wavelength) can be obtained,
which at a speed of 36km/h and a radio frequency of 1880M Hz corresponds
to 6ms (or 3ms at 70km/h) [56].

This motivates the introduction of an ARQ mechanism in the studied
system, especially a Hybrid type-II ARQ mechanism, that handles the cases
when the predictor fails to deliver accurate predictions.

In the cases that UDP is used for error-insensitive applications, the result
might be satisfying in spite of a missing ARQ mechanism at the link layer,
when a time-slot scheduler that takes the predicted channel quality into
account, is used.

The most important questions to address is whether it is worthwile to use
scheduling or not, or, even more important, to what extent we gain from
scheduling. The question does not have a simple answer, since the perfor-
mances can be evaluated at different layers. On the link layer we gain some
insight from the investigations performed in [23]. From [23] we conclude that
predictive HARQ-II/AMS outperforms the Blind HARQ-II/AMS. However,
in these simulations, the Blind HARQ-II/AMS was not perfectly tuned to
the channel statistics. This problem requires further investigation.

For providing different service levels, it is desirable to use some packet
classification method, along with a spectrally efficient resource scheduler.

8.2 Future Work

Several topics for further research have been identified during the completion
of this thesis.

8.2.1 Transport Layer Implications

What are the (exact) transport layer consequences of (not) using ARQ in
the link layer?
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8.2.2 Higher Dimension in Scheduler

The fading patterns show high correlation when combining both time and
frequency, as can be seen from Figures 8.1 through 8.3, see [15], where darker
color corresponds to higher power.

Frequency responce

Frequency [MHz]

- 80
Time [ms]

Figure 8.1: From [15]: Received power as a function of time and frequency.
This channel is mainly dominated by one tap, since all frequencies fade
simultaneously.
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Figure 8.2: From [15]: Received power as a function of time and frequency.
A clear pattern showing a chirp-behavior of the fading can be seen.

This, of course, suggests that we should utilize this second dimension too,
for the scheduling approach, and not only allocate time-slots to different
users. We could design an OFDM system in which we also can distribute
sub-carriers over short periods of time, when the sub-carriers offer favorable
conditions for high rate data transmission.
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Figure 8.3: From [15]: Received power as a function of time and frequency.
The coherence bandwidth is very small, since different frequencies fade in-
dependently, but if both time and frequency is considered, dependencies
can be seen.

Another dimension that should be exploited, is the spatial dimension, in
the sense that at one location, a mobile may have connectivity to more than
one base station, thus having many independent links to choose from. This
could also be exploited using prediction of channel quality and fast schedul-
ing over many radio links. The difficulty arising here, is that many radio
access points need to be involved in a more centralized resource allocation,
implying an additional delay for control signaling.

8.2.3 Analytical Solution

The schedule optimization problem outlined in Appendix A.1 may have
a more tractable formulation, that would allow us to find a closed form
solution to the schedule optimization. Deeper analysis of the nature of the
optimization problem will be the main focus of future research, in order to
simplify the solution.

8.2.4 Exploit Predictor Performance Trade-Off

Since the channel predictions get worse the further into the future we look,
there would be a point in trying to make the scheduling as late as possible,
with as fresh predictions as possible. The scheduling could therefore be
conducted in two rounds with two different prediction horizons:

1. A longer prediction horizon with less accuracy could be used to feed
a long-term, first-round scheduler, that roughly assigns all time-slots



CHAPTER 8. CONCLUSIONS AND FUTURE WORK 75

to the different users. The resulting schedule would be almost correct
and optimal.

2. The second predictor works on a shorter range, with the long range
predictions values as initial values, but generates more accurate pre-
dictions. The deviation from the first predictor is hopefully not too
big, so then the schedule can be optimized with the more accurate pre-
dictions, making only smaller adjustments to the near-optimal original
schedule.



76

8.2. FUTURE WORK




Appendix

Some Calculations

A.1 Lagrange Formulation of the Scheduling Prob-
lem

We here outline a re-formulation of the scheduling problem based on the
criterion (6.5). Realizing that the binary constraint on the allocation matrix
can be introduced using Lagrangian multipliers [40], the following set of
equations would require each column in the allocation matrix to be binary
and only have one “1”7, the remaining elements being “0”:

D al =1, s=1,..5, d=1.U (A1)

This results in S sets of U equations, that must be simultaneously satis-
fied within each set, to represent the binary constraint for each time-slot.
The value of the exponent d reflects the number of users involved in the
scheduling. For each additional user, the binary constraint must be fulfilled
in a space with one additional dimension, so we need an additional linearly
independent equation to reflect this increase in dimension.

This may look like a very complicated way of introducing the binary con-
straints, and not at all obvious at a first glance. The idea is though quite
simple, which is illustrated next. In Figure A.1 this set of equations is rep-
resented geometrically for the case of one time-slot and two users. We know,
in this case, that the only allowed solutions are either (1,0) or (0,1), which
is where the line (d = 1) and the circle (d = 2), in Figure A.1, coincide. In
the case of three users, we would instead have a three-dimensional space,

7
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with a plane for d = 1, a unit sphere for d = 2, and an infinite “wobbly”
surface for d = 3. The system of constraint equations (A.1), would then
look like

Ty +xo1+x31 = 1
o +a +ay = 1

and the solutions to (A.1) for U = 3 and S = 1, would only intersect in
three points, namely (1,0,0), (0,1,0), and (0,0,1). In the case of more than
one time-slot, the constraints are the same, since the binary constraint in
one time-slot does not affect the others.

X2

X X=4

Figure A.1: Geometrical illustration of the binary constraints in two di-
mensions, that is, when only two users participate in the scheduling. The
straight line corresponds to d = 1, in (A.1), and the circle to d = 2.

Through use of Lagrangian multipliers, the new constrained objective func-
tion becomes

U /S 2
H(xa A) = Z (Z CusTys — Tu)

u=1 \s=1
S U U
+ D s (Z zd, — 1) (A.3)
s=1d=1 u=1

The problem then boils down, through calculus of variation [9], to solv-
ing a system of 2U S non-linear (Uth order) equations, U being the number
of active users, and S the number of time-slots in the scheduling window.
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The 2U S equations with the same number of unknowns (US optimization
variables, x5, and US Lagrange multipliers, \4s), can be reduced to US
non-linear equations in the Lagrange multiplier variables. The equations
have a structure that might be exploitable, namely, all the variables in an
equation are of the same degree (d). The solution could be found numerically
using e.g. the Newton-Raphson algorithm [50], but a more clever algorithm
is sought, since the problem has an attractive structure that could be ex-
ploited. The problem might even perhaps be formulated so that a closed
form solution can be found.

The final solution to the problem with this formulation is left for further
research, except for the Controlled Steepest Descent (CSD) algorithm, de-
scribed in Section 6.5.4, that can be viewed as an approximate numerical
search solution.

A.2 Computational Complexity of the Controlled
Steepest Descent Algorithm

Is the CSD algorithm too complex for a practical implementation? An ap-
proximate calculation of the required computing power is carried out in this
section. In the simulated examples in Section 7.1, nine users were scheduled
onto 48 time-slots. In the most naive implementation, (U — 1) x S x § =
8 x 48 x 48 = 18432 scalar multiplications (one evaluation of (6.5) requires
S = 48 multiplications) are performed for each step. The algorithm takes
on average 20 steps to converge (see Figure 7.4, bottom), but to be on
the safe side, let’s assume that 40 steps are needed. This means that
40 x 18432 = 737280 multiplications have to be carried out between two
scheduling intervals. (For comparison, an exhaustive search would require
US = 948 ~ 6.4 x 10%® evaluations of (6.5).) A scheduling interval is ap-
proximately 5ms, so the computer that carries out the scheduling needs to
make the calculation in approximately 2ms (some time is needed for other
processing), resulting in a required performance of 737280/0.002 ~ 369 - 10°
multiplications per second (369MFlops), which is easily carried out by an
ordinary, fairly pipelined, 400 MHz CPU.

Reductions in complexity can be carried out, so that only 4 multiplica-
tions (by just calculating the change in (6.5), and keeping each time-slot’s
contribution in a separate variable) are performed at each candidate step in
the CSD algorithm (resulting in 8 x 48 x 4 = 1536 multiplications per step).
For this example, it ends up in a reduction of 90% of the required computing
power, or, alternatively ten times as many simultaneous schedules can be
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calculated in the same time.

A.3 Finding the Modulation Decision Thresholds

A tight upper bound on the symbol error probability due to Gaussian noise
for M-QAM modulation is given by [51]:

2
PMg1—[1—2Q< W?’_Eﬁ)] : (A.4)

Here the average symbol energy FE,,, the noise power, Ny, and the mod-
ulation format, M, are assumed to be known. The Gaussian cumulative
distribution function, @Q(z), can be calculated according to:

1 —erf(%)
Qa) = —5—2, (A.5)
where erf(z) is the error function:
2 T
erf(z) = —/ e Vdt. A6
@=—= (A

By solving (A.4) for %&’ and using (A.5) and (A.6), we obtain the SNIR

required for a certain symbol error probability, Pas, and a given M:

Eav @ et ﬁ)]"’_ (A7)
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A similar approach can be conducted for M-PSK modulations, but the
symbol error probabilities are then given by

Py =Q (, /%”) (A.8)

1 2F
1-5Q ( F;)] (A.9)

for M =2 (BPSK), and

()

for M =4 (QPSK), instead.




Appendix

The OSI Reference Model

Systems for communications over open networks, such as the Internet, need
well-defined protocols for the communicating nodes to be able to inter-
operate. The protocol is a language and a set of rules to enable this under-
standing between nodes. In a network such as the Internet, that grew up
from interconnecting a number of large wide area networks (WANs), and
connecting them to smaller metropolitan and local area networks (MANs
and LANS), it is not only the end nodes that might span a large spectrum
of complexity and level of abstraction. Also the sub-networks that are the
building blocks on the way, may have different topologies and internal proto-
cols, since they appeared independently and were interconnected afterwards.
For this reason, there is a large heterogeneity among different vendors’, and
net-owners’ ways of implementing the communication between nodes in their
networks. In general, this is not a problem thanks to the layered structure
of the OSI Reference Model, see Figure B.1.

Layers in the OSI Model represent different levels of abstraction in the
communication system. The top layer might be the most familiar one to
a user. This is called the Application Layer, and it is here we can find
such protocols as the hyper-text transfer protocol (HTTP), and network file
system (NFS). They represent the highest level of abstraction, where a user
can talk about transferring files, and downloading images. At the other
end of the OSI Model we have the Physical Layer. This is where the data is
translated to electrical or optical signals that are applied to the transmitting
media, which could be a copper wire, an optical fiber, or an electromagne-
tically radiating antenna (radio). In this layer, the level of abstraction is
dealing with processing of the transmitted and received physical signals, and
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control of access to the physical media.

Only from these two levels of abstraction it is easily seen that one single
protocol would make it extremely difficult to communicate between different
machines. Why should I, as a sender of a message, need to take into account
what kind of networks my message has to pass through, on the way to the
desired receiver? 1 only want to know that I’'m sending an email to my friend
(and maybe not even that, since my friend might prefer to have it translated
to a voice mail). For this reason, there are seven layers in the OSI Reference
Model: The Application, Presentation, Session, Transport, Network, Link,
and Physical layers. Each of the layers communicate via a protocol with a
corresponding layer in another host (the destination host or an intermediate
node).

Between the different layers there are well-defined interfaces. The lower
layers supply services to the higher layers through these interfaces.

To describe what the different layers do, we can follow the process of
sending an email:

Application The email program reads the input along with the email ad-
dress of the recipient. It checks for the existence of the recipient, and
if everything is OK, then the email is transferred.

Request: Translate the contents of the email to the appropriate en-
coding, and make sure the recipient receives it.

Presentation At this layer, conversion is done between different encodings
of characters and data types from the host’s representation, to the
network’s representation and back.

Request: Transfer this data to the email program on this address.

Session The session layer initiates a session between the hosts, by first
finding the destination host in the domain name server (DNS) system,
and then ensures that the different processes on the different hosts
connect and transfer the data.

Request: Create a reliable connection to the email program on this
host (IP-number).

Transport Creates a reliable connection to the recipient host, and balances
the load on the network by controlling the amount of data transmitted.
The data is bundled in segments, so that no segments are too big for
the underlying network.
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Request: Take this set of data and send it to this (IP) address.

Network Packs the data in an IP-packet and sends it off to the right branch
in the network based on a routing table, usually the default gateway
out of the local network.

Request: Send this packet to the router in that direction.

Link Fragments or concatenates IP-packets to link frames, so that they fit
into the link layer transmission format. Also handles error protection
over the link.

Request: Take this framed bit-stream and put it on the wire.

Physical Takes the link layer frames and translates them into a symbol-
stream that in turn is mapped onto electrical or optical signals on the
physical channel.
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Source host Destination host
Application Protocol HTTP, SMTP, FTP
.
Presentation . Protocol |

Service interface

Session < Protocol - DNS
1 Service interface Service interface

Transport < Protocol - TCP, UDP
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Figure B.1: The OSI reference model proclaims a layered structure for
packet based communications over heterogeneous networks, allowing for
different manufacturers to use their own solutions in their implementations.
Not all layers need to be present, since several can be included into one single
level of abstraction. To the left the names of the layers are presented, and
to the right, some examples of protocols that operate in each layer are
displayed.
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Appendix

Words and Acronyms

C.1 Words

access network The last part of the network, where the accessing hosts
reside. To be separated from the transportation, or backbone, net-
work.

fading Temporary loss of signal power due to radio interference or shadow.

header The part of a data packet that contains control and security infor-
mation. To be separated from the content or payload.

host A machine on a network, capable of running user application pro-
grams. A mobile phone is a host and a home PC also is a host. A
router is not a host.

interface The border between two layers in the protocol stack. The lower
layer offers services to the higher layer, which in turn provides control
information and content (payload).

jitter The deviation in the transmission delay for a packet stream. Defined
as two times the number of micro-seconds that a packet can be early
or late, compared to the average delay.

modulation The process of translating digital information into physically
measurable and transportable signals.

payload The content of a data packet that the higher layer in the protocol
stack submits for delivery. To be separated from the header.
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protocol A language and a set of rules for how two parties should commu-
nicate.

proxy A host intended to make networking more efficient by replicating,
or representing, a different host and its services. A web proxy can for
example store popular remote web pages in a local cache memory, and
access the cache instead of passing the request to the Internet. The
meaning of the word “proxy” is authority to act for another.

router A machine that works as a network node at the network layer in
a packet-switched communication system. It reads the destination IP
(and source IP) from the incoming packets and delivers them on the
right output port, according to a router table, so that it reaches the
right host. Routers send messages between themselves about changes
in the network topology.

scheduling Rules for how different queues in a queuing system should be
served. A common scheduling algorithm is Round-Robin, that simply
allocates resources for a pre-defined amount of time to clients in a
cyclical order.

switch The circuit-switched counterpart to a router. Sets up a logical or
physical circuit connection between two lines on a network.

transport network The backbone part of the network, only containing
routers and high speed links. To be separated from the access network.

C.2 Abbreviations and Acronyms

3GPP Third Generation Partnership Project. A collaborative organization
consisting of international standard bodies within telecommunications
and computer communications.

ACK Acknowledgment. Sent by a receiver of a message if the message
seems to be correct. In TCP, duplicate ACKs can be sent when mes-
sages arrive out of order, announcing a missing expected segment,
which can be interpreted as a NAK.

ARQ Automatic Repeat reQuest. A mechanism that handles repetition
of erroneously received data. Comes in many flavors with varying
features and complexity.
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ATM Asynchronous Transfer Mode. Link layer protocol where data is sent
in small cells (packets).

BER Bit Error Rate. Expressed as the ratio between erroneous bits and
total number of bits.

BPSK Binary Phase Shift Keying. PSK with two possible symbols, result-
ing in a rate of one bit per symbol (M =2, R = 1).

CDMA Code Division Multiple Access. Method for multiplexing many
communication channels onto one common physical channel. The
channels are divided by individual codes and resolved by, for example,
matched filtering.

CRC Cyclic Redundancy Check. A special cyclic block code for fast error
detection.

DTM Dynamic synchronous Transfer Mode. Link layer protocol where
data is sent in dynamically allocated time-slots over high speed optical
links.

FDD Frequency Division Duplex. Method for multiplexing transmissions
in two directions over the same physical media. In FDD, the two com-
municating nodes transmit at two different carrier frequencies, avoid-
ing collisions.

FEC Forward Error Correction. Link layer functionality for protection
against erroneous reception of transmitted data. Has ability to dis-
cover and correct errors in the received data.

GSM Global System for Mobile communications. Standard for second gen-
eration mobile communications.

IETF Internet Engineering Task Force. A community of experts concerned
with the evolution of the Internet.

IP Internet Protocol. Network layer protocol for communication on the
Internet. The current version of IP is called IPv4, and work is on-going
on the development of version 6, IPv6, with a richer functionality and
a larger address space.

MPEG Moving Pictures Expert Group. Standardization group for trans-
mission and storage of digital images and sound.



88 C.2. ABBREVIATIONS AND ACRONYMS

MSS Maximum Segment Size. The maximum number of bytes that TCP
will put in a TCP segment. This number is negotiated between the
sender and the receiver (the minimum of the two options).

NAK Negative Acknowledgment. Sent by a receiver of a message if the
message seems to be in error or missing.

OFDM Orthogonal Frequency Division Multiplexing. Method for trans-
mitting over densely separated frequency channels in parallel.

PSK Phase Shift Keying. Modulation method where information is stored
in the phase of the transmitted signal.

QAM Quadrature Amplitude Modulation. Amplitude modulation method
where amplitudes in two orthogonal phase angles are used.

QoS Quality of Service. Practical buzz-word referring to the problem of at-
taining certain service levels in best-effort packet networks, by adding
rules to distinguish different packets, and rules for how these different
packets should be served.

QPSK Quaternary Phase Shift Keying. PSK with four possible symbols,
resulting in rate of two bits per symbol (M =4, R = 2).

RTCP RTP Control Protocol.

RTP Real-Time Protocol. Preferred application protocol for real-time (in-
teractive) communications.

RTT Round-Trip Time. A state variable in TCP, representing the time it
takes for a packet to reach the destination and the ACK to return to
the sender.

SONET Synchronous Optical NETwork. Optical backbone physical layer
protocol, originally used for telecommunications.

TCP Transmission Control Protocol. Transport layer protocol for reliable
delivery of data.

TDD Time Division Duplex. Method for multiplexing transmissions in two
directions over the same physical media. In TDD, the two communi-
cating nodes take turns in transmitting, avoiding collisions.

UDP User Datagram Protocol. Transport layer protocol for fast, unreliable
delivery of data.
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UMTS Universal Mobile Telecommunications System. Third generation
mobile communication standard.

UTRAN UMTS Terrestrial Radio Access Network.

WCDMA Wide-band CDMA. A standardized radio interface for UMTS.
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